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About this publication

The IBM® Tivoli® NetView® for z/OS® product provides advanced capabilities that
you can use to maintain the highest degree of availability of your complex,
multi-platform, multi-vendor networks and systems from a single point of control.
This publication, the IBM Tivoli NetView for z/OS Web Application User’s Guide,
provides information for the operator and system programmer on using the
NetView Web application as the central point to manage their networks and
systems.

Intended audience

This publication is for system console operators, network operators, and system
programmers. Specific operator procedures are defined by the individual
installation to meet local requirements.

Publications

This section lists publications in the IBM Tivoli NetView for z/OS library and
related documents. It also describes how to access Tivoli publications online and
how to order Tivoli publications.

IBM Tivoli NetView for z/OS library

The following documents are available in the Tivoli NetView for z/OS library:

 Administration Reference, SC31-8854, describes the NetView program definition
statements required for system administration.

 Application Programmer’s Guide, SC31-8855, describes the NetView
program-to-program interface (PPI) and how to use the NetView application
programming interfaces (APIs).

* Automated Operations Network Customization Guide, SC31-8871, describes how to
tailor and extend the automated operations capabilities of the NetView
Automated Operations Network (AON) component, which provides
event-driven network automation.

* Automated Operations Network User’s Guide, GC31-8851, describes how to use the
Automated Operations Network component to improve system and network
efficiency.

* Automation Guide, SC31-8853, describes how to use automated operations to
improve system and network efficiency and operator productivity.

* Command Reference Volume 1, SC31-8857, and Command Reference Volume 2,
SC31-8858, describe the NetView commands, which can be used for network and
system operation and in command lists and command procedures.

* Customization Guide, SC31-8859, describes how to customize the NetView product
and points to sources of related information.

* Data Model Reference, SC31-8864, provides information about the Graphic
Monitor Facility host subsystem (GMFHS), SNA topology manager, and
MultiSystem Manager data models.

e Installation: Configuring Additional Components, SC31-8874, describes how to
configure NetView functions beyond the base functions.

* Installation: Configuring Graphical Components, SC31-8875, describes how to install
and configure the NetView graphics components.

© Copyright IBM Corp. 2005, 2007 vii



* Installation: Getting Started, SC31-8872, describes how to install and configure the
NetView base functions.

e Installation: Migration Guide, SC31-8873, describes the new functions provided by
the current release of the NetView product and the migration of the base
functions from a previous release.

e Installation: Configuring the Tivoli NetView for z/OS Enterprise Agents, SC31-6969,
describes how to install and configure the Tivoli NetView for z/OS enterprise
agents.

* Messages and Codes Volume 1 (AAU-DSI), SC31-6965, and Messages and Codes
Volume 2 (DUI-IHS), SC31-6966, describe the messages for the NetView product,
the NetView abend codes, the sense codes that are shown in NetView messages,
and generic alert code points.

* MultiSystem Manager User’s Guide, GC31-8850, describes how the NetView
MultiSystem Manager component can be used in managing networks.

* NetView Management Console User’s Guide, GC31-8852, provides information
about the NetView management console interface of the NetView product.

* Programming: Assembler, SC31-8860, describes how to write exit routines,
command processors, and subtasks for the NetView product using assembler
language.

* Programming: Pipes, SC31-8863, describes how to use the NetView pipelines to
customize a NetView installation.

* Programming: PL/I and C, SC31-8861, describes how to write command processors
and installation exit routines for the NetView product using PL/I or C.

* Programming: REXX and the NetView Command List Language, SC31-8862, describes
how to write command lists for the NetView product using the Restructured
Extended Executor language (REXX") or the NetView command list language.

* Resource Object Data Manager and GMFHS Programmer’s Guide, SC31-8865,
describes the NetView Resource Object Data Manager (RODM), including how
to define your non-SNA network to RODM and use RODM for network
automation and for application programming.

* Security Reference, SC31-8870, describes how to implement authorization checking
for the NetView environment.

* SNA Topology Manager Implementation Guide, SC31-8868, describes planning for
and implementing the NetView SNA topology manager, which can be used to
manage subarea, Advanced Peer-to-Peer Networking”, and TN3270 resources.

* Troubleshooting Guide, LY43-0093, provides information about documenting,
diagnosing, and solving problems that might occur in using the NetView
product.

* Tuning Guide, SC31-8869, provides tuning information to help achieve certain
performance goals for the NetView product and the network environment.

e User’s Guide, GC31-8849, describes how to use the NetView product to manage
complex, multivendor networks and systems from a single point.

* Web Application User’s Guide, SC32-9381, describes how to use the NetView Web
application to manage complex, multivendor networks and systems from a
single point.

* Licensed Program Specifications, GC31-8848, provides the license information for
the NetView product.

Prerequisite publications
To read about the new functions offered in this release, see the IBM Tivoli NetView

for z/OS Installation: Migration Guide.
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For information about how the NetView for z/OS product interacts with the IBM
Tivoli Monitoring product, see the following IBM Tivoli Monitoring publications:

e Introducing IBM Tivoli Monitoring, GI11-4071, introduces the components,
concepts, and function of IBM Tivoli Monitoring.

* IBM Tivoli Monitoring: Upgrading from Tivoli Distributed Monitoring, GC32-9462,
provides information on how to upgrade from IBM Tivoli Distributed
Monitoring.

* IBM Tivoli Monitoring: Installation and Setup Guide, GC32-9407, provides
information about installing and setting up IBM Tivoli Monitoring.

* IBM Tivoli Monitoring User’s Guide, SC32-9409, which complements the IBM
Tivoli Enterprise Portal online help, provides hands-on lessons and detailed
instructions for all Tivoli Enterprise Portal functions.

 IBM Tivoli Monitoring Administrator’s Guide, SC32-9408, describes the support
tasks and functions required for the IBM Tivoli Enterprise Portal Server and
clients.

e Configuring IBM Tivoli Enterprise Monitoring Server on z/OS, SC32-9463, describes
how to configure and customize the IBM Tivoli Enterprise Monitoring Server
running on a z/0OS system.

* IBM Tivoli Monitoring Problem Determination Guide, GC32-9458, provides
information and messages to use in troubleshooting problems with the software.

* Exploring IBM Tivoli Monitoring, SC32-1803, provides a series of exercises for
exploring IBM Tivoli Monitoring.

* IBM Tivoli Universal Agent User’s Guide, SC32-9459, introduces the IBM Tivoli
Universal Agent.

* IBM Tivoli Universal Agent API and Command Programming Reference Guide,
5C32-9461, explains how to implement the IBM Tivoli Universal Agent APIs and
describes the API calls and command-line interface commands.

Related publications

For information about the NetView Bridge function, see Tivoli NetView for OS/390
Bridge Implementation, SC31-8238-03 (available only in the V1R4 library).

You can find additional product information on the NetView for z/OS Web site:

http:/ /www.ibm.com /software/tivoli/products/netview-zos /|

Accessing terminology online

The Tivoli Software Glossary includes definitions for many of the technical terms
related to Tivoli software. The Tivoli Software Glossary is available at the following
Tivoli software library Web site:

lhttp:/ /publib.boulder.ibm.com /tividd / glossary/ tivoliglossarymst.htm|

The IBM Terminology Web site consolidates the terminology from IBM product
libraries in one convenient location. You can access the Terminology Web site at the
following Web address:

lhttp:/ /www.ibm.com/software/ globalization/ terminology /|

For a list of NetView for z/OS terms and definitions, refer to the IBM Terminology
Web site. The following terms are used in this library:
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NetView
For the following products:
» Tivoli NetView for z/OS version 5 release 3
» Tivoli NetView for z/OS version 5 release 2
» Tivoli NetView for z/OS version 5 release 1
+ Tivoli NetView for OS/390® version 1 release 4

MVS™ For z/OS operating systems

MYVS element
For the BCP element of the z/OS operating system

CNMCMD
For CNMCMD and its included members

CNMSTYLE
For CNMSTYLE and its included members

PARMLIB
For SYS1.PARMLIB and other data sets in the concatenation sequence

The following IBM names replace the specified Candle® names:

IBM Tivoli Monitoring Services
For OMEGAMON® platform

IBM Tivoli Enterprise Monitoring Agent
For Intelligent Remote Agent

IBM Tivoli Enterprise Monitoring Server
For Candle Management Server

IBM Tivoli Enterprise Portal
For CandleNet Portal

IBM Tivoli Enterprise Portal Server
For CandleNet Portal Server

Unless otherwise indicated, references to programs indicate the latest version and
release of the programs. If only a version is indicated, the reference is to all
releases within that version.

When a reference is made about using a personal computer or workstation, any
programmable workstation can be used.

Using NetView for z/OS online help

NetView for z/OS mainframe online help is available for the following areas,
depending on your installation and configuration:

* General help and component information

* Command help

* Message help

* Sense code information

* Recommended actions

Using LookAt to look up message explanations

LookAt is an online facility that you can use to look up explanations for most of
the IBM messages you encounter, as well as for some system abends (an abnormal
end of a task) and codes. Using LookAt to find information is faster than a
conventional search because in most cases LookAt goes directly to the message
explanation.

X  Web Application User’s Guide



You can use LookAt from the following locations to find IBM message
explanations for z/OS elements and features, z/ VM®, VSE/ESA™, and Clusters for
AIX® and Linux®:

e The Internet. You can access IBM message explanations directly from the LookAt
Web site at |http:/ /www.ibm.com/eserver/zseries/zos /bkserv /lookat /|

* Your z/OS TSO/E host system. You can install code on your z/OS or z/OS.e
systems to access IBM message explanations, using LookAt from a TSO/E
command line (for example, TSO/E prompt, ISPF, or z/OS UNIX® System
Services running OMVS).

* Your Microsoft® Windows® workstation. You can install code to access IBM
message explanations on the z/OS Collection (SK3T-4269), using LookAt from a
Microsoft Windows DOS command line.

* Your wireless handheld device. You can use the LookAt Mobile Edition with a
handheld device that has wireless access and an Internet browser (for example,
Internet Explorer for Pocket PCs, Blazer, or Eudora for Palm OS, or Opera for
Linux handheld devices). Link to the LookAt Mobile Edition from the LookAt
Web site.

You can obtain code to install LookAt on your host system or Microsoft Windows
workstation from a disk on your z/OS Collection (SK3T-4269), or from the LookAt
Web site (click Download, and select the platform, release, collection, and location
that suit your needs). More information is available in the LOOKAT.ME files
available during the download process.

Accessing publications online

The documentation CD contains the publications that are in the product library.
The publications are available in Portable Document Format (PDF), HTML, and
BookManager® formats. Refer to the readme file on the CD for instructions on how
to access the documentation.

An index is provided on the documentation CD for searching the Tivoli NetView
for z/OS library. If you have Adobe Acrobat on your system, you can use the
Search command to locate specific text in the library. For more information about
using the index to search the library, see the online help for Acrobat.

IBM posts publications for this and all other Tivoli products, as they become
available and whenever they are updated, to the Tivoli Information Center Web
site at |http:/ /publib.boulder.ibm.com/infocenter /tivihelp /v3r1/index.jsp}

In the Tivoli Information Center window, click Tivoli product manuals. Click the
letter that matches the first letter of your product name to access your product
library. For example, click N to access the Tivoli NetView for z/OS library.

Note: If you print PDF documents on other than letter-sized paper, set the option
in the File » Print window that enables Adobe Reader to print letter-sized
pages on your local paper.

Ordering publications
You can order many Tivoli publications online at the following Web address:

lhttp:/ /www.elink.ibmlink.ibm.com /publications/servlet/pbi.wsd

You can also order by telephone by calling one of these numbers:
¢ In the United States: 800-879-2755
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e In Canada: 800-426-4968

In other countries, contact your software account representative to order Tivoli
publications. To locate the telephone number of your local representative, perform
the following steps:

1. Go to the following Web address:

http:/ /www.elink.ibmlink.ibm.com /public /applications/publications /|
Cgibin / Ebi.cgé]

2. Select your country from the list and click Go. The Welcome to the IBM
Publications Center window is displayed.

3. On the left side of the window, click About this site to see an information page
that includes the telephone number of your local representative.

Accessibility

Accessibility features help users with a physical disability, such as restricted
mobility or limited vision, to use software products successfully. Standard shortcut
and accelerator keys are used by the product and are documented by the operating
system. Refer to the documentation provided by your operating system for more
information.

For additional information, see the Accessibility appendix in the User’s Guide.

Tivoli technical training

For Tivoli technical training information, refer to the following IBM Tivoli
Education Web site at |http:/ /www.ibm.com /software /tivoli/education]

Support information

If you have a problem with your IBM software, you want to resolve it quickly. IBM
provides the following ways for you to obtain the support you need:

Online
Go to the IBM Software Support site at [http: / /www.ibm.com/software /|
support/probsub.html| and follow the instructions.

IBM Support Assistant
The IBM Support Assistant (ISA) is a free local software serviceability
workbench that helps resolve questions and problems with IBM software
products. The ISA provides quick access to support-related information
and serviceability tools for problem determination. To install the ISA
software, go to |http:/ /www.ibm.com/software /support/isa}

Problem determination guide
For more information about resolving problems, see the IBM Tivoli NetView
for z/OS Troubleshooting Guide.

Downloads

Clients and agents, demonstrations of the NetView product, and several free
NetView applications that you can download are available at the NetView for
z/0OS Web site:

lhttp:/ /www.ibm.com /software/tivoli/products /netview-zos /|
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These applications can help with the following tasks:

Migrating customization parameters from earlier releases to the current style
sheet

Getting statistics for your automation table and merging the statistics with a
listing of the automation table

Displaying the status of a job entry subsystem (JES) job or canceling a specified
JES job

Sending alerts to the NetView program using the program-to-program interface
(PPI)

Sending and receiving MVS commands using the PPI

Sending Time Sharing Option (TSO) commands and receiving responses

Conventions used in this publication

This publication uses several conventions for special terms and actions and for
operating system-dependent commands and paths.

Typeface conventions

This publication uses the following typeface conventions:

Bold

* Lowercase commands and mixed case commands that are otherwise
difficult to distinguish from surrounding text

* Interface controls (check boxes, push buttons, radio buttons, spin
buttons, fields, folders, icons, list boxes, items inside list boxes,
multicolumn lists, containers, menu choices, menu names, tabs, property
sheets), labels (such as Tip:, and Operating system considerations:)

* Keywords and parameters in text

Italic

* Citations (examples: titles of publications, diskettes, and CDs

* Words defined in text (example: a nonswitched line is called a
point-to-point line)

* Emphasis of words and letters (words as words example: "Use the word

that to introduce a restrictive clause."; letters as letters example: "The
LUN address must start with the letter L.")

¢ New terms in text (except in a definition list): a view is a frame in a
workspace that contains data.

* Variables and values you must provide: ... where myname represents...

Monospace

* Examples and code examples

* File names, programming keywords, and other elements that are difficult
to distinguish from surrounding text

* Message text and prompts addressed to the user
* Text that the user must type

* Values for arguments or command options

Operating system-dependent variables and paths

For workstation components, this publication uses the UNIX convention for
specifying environment variables and for directory notation.
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When using the Windows command line, replace $variable with %uvariable% for
environment variables and replace each forward slash (/) with a backslash (\) in
directory paths. The names of environment variables are not always the same in
the Windows and UNIX environments. For example, %TEMP% in Windows
environments is equivalent to $TMPDIR in UNIX environments.

Note: If you are using the bash shell on a Windows system, you can use the UNIX
conventions.
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Chapter 1. Managing Your Network from a Web Browser

You can manage your network using the NetView for z/OS Web application,
which provides all the primary NetView command and control facilities from a
standard browser. Use this support to manage your SNMP, TCP/IP, and DVIPA
environments; to browse events, logs, and sysplex topology data; and to access the
NetView commands, online help, and 3270 console. For installation and
configuration information, see the netview_installation_dir/doc/
znetview webapp readme_en.htm file and the [[BM Tivoli NetView fo;{

/0S Installation: Configuring Additional Components| manual.

Starting the Web Application

To access the NetView Web server, follow these steps:

1. Go to the following Web address, where Web_application_server:port is the TCP
host name and port number of the HTTPS server on which the NetView Web
application is installed, netview is the NetView Web application context root,
and domain_ID is the domain ID of the NetView for z/OS program to which
you want to connect. The default port number is 9043 for a secure connection
using WebSphere® Application Server and 9943 for a secure connection using
the embedded version of the IBM WebSphere Application Server v6.1.
https://Web_application_server:port/netview/domain_ID/

2. In the Web application signon view that is displayed, type a valid NetView
operator ID (user name) and password and click OK. The ID and password are

verified and cached on the Web application server for the remainder of the
session.

When you enter a valid operator ID and password, the Web application opens by
default with the About information displayed in the work area, which is shown in
[Figure 1 on page 2|

Notes:

1. The initial task or information displayed in the Web application can be user
configured; see|IBM Tivoli NetView for z/OS Installation: Confiquring Additionall

|Comgonen tsl

2. Do not open multiple Web browsers connecting to the same NetView domain
using the same user ID.

© Copyright IBM Corp. 2005, 2007 1
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Figure 1. Web Application with About Information

The portfolio, which is on the left side, lists the tasks you can perform using the
Web application. When you click a task in the portfolio, the task is displayed either
in the work area, which is on the right side, or in a new window. For more
information about the parts of the Web application, see|“Navigating the Web|

Application.”

Navigating the

Web Application

The NetView Web application is a browser-based interface that you can use to
manage your network. The interface has the following parts:

* Banner

* Task bar

* Portfolio

* Work area

Banner

The banner, shown in is across the top of the interface and is always
displayed. It contains the product name.

Tivoli. NetView for z/0S

Figure 2. Banner
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Task Bar

The task bar, shown in is immediately below the banner and is always
displayed.

o B a

Figure 3. Task Bar

The task bar has the following navigation controls:

Show/Hide all tasks button
Shows or hides the Task Manager view (the All Tasks task), which lists the
open tasks. Use the Task Manager view, which is shown in to
switch from one task to another by selecting a task and clicking Switch
Task or to close a task by clicking End Task.

Task Manager

EndTask | Switch Task |
Select | Task Mame Task lcon
@ | About [

™ Manage IP Packet Trace Data
© lssue SNMP Commands [
Total: 3

Figure 4. Task Manager

Task buttons
Show the tasks that are open, one button for each open task. To display an
open task in the work area, click the appropriate task button. When you
first sign on to the NetView Web application, the About information is
displayed in the work area and the About task button is shown in the task
bar.

Sign Off button
Signs you off the NetView Web application. Clicking this button removes
your credentials from the Web application server. The next time you need
to access the NetView for z/OS program, a prompt for a NetView user ID
and password might be presented. Signing off has no effect on your
operator task in the NetView for z/OS program; your operator task is not
logged off or disconnected.

Portfolio

The portfolio, which is on the left side of the interface under the task bar and is
shown in [Figure 5 on page 4, shows the tasks you can perform. The portfolio title
bar shows the NetView domain to which you are connected and the NetView user
ID you used to sign on.

Note: Some tasks might be defined as reserved tasks; if so, these tasks are
displayed in the portfolio only for the users who are authorized to access
them. For information about defining reserved tasks and the authorization
for using these tasks, see [IBM Tivoli NetView for z/OS Installation: Configuring|
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Set User Prefersnces
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Figure 5. Portfolio

The portfolio title bar has the following navigation control:

Show/Hide Task List button
Shows or hides the portfolio. When the portfolio is hidden, the portfolio
title bar is still shown but contains only the Show Task List button.

If all the tasks are not displayed, expand My Tasks in the portfolio.

To open a task, click the task in the portfolio. All tasks except tasks that are
launched are displayed in the work area and a task button representing the task is
added to the task bar. The following launched tasks are displayed in a new
window and are not added to the task bar: Launch Procedures, Launch MIB
Browser, and Launch Real Time Poller.

The default portfolio contains the following tasks:

Browse Events
View events in the Common Event Infrastructure (CEI) database. See
Chapter 3, “Browsing Events,” on page 21]

Browse Sysplex Topology
View sysplex TCP/IP stack information such as z/OS images and TCP/IP
stack names and addresses. See [Chapter 4, “Browsing Sysplex Topology,’|

Browse Logs
Activate the NetView for z/OS log facility. See [Chapter 5, “Browsing]
[Logs,” on page 27/

Open Command Console
Submit the NetView for z/OS command or command list. See
[“Opening the Command Console,” on page 29|

Open NetView Help
Access the NetView for z/OS online help for messages and commands. See
(Chapter 7, “Opening NetView Help,” on page 31]
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Launch Procedures
Access a user-defined uniform resource identifier (URI). See

[‘Launching Procedures,” on page 33

View DVIPA Status
Display the status of dynamic virtual IP addresses. See
[“Viewing DVIPA Status,” on page 35

View DVIPA Distributors
Access information about specific dynamic virtual IP addressing
distributors, targets, and connections. See [Chapter 10, “Viewing DVIPA|
Distributors,” on page 39)

Manage TCP/IP Connections
Manage (query or purge) TCP/IP connection data for stacks known to the
NetView for z/OS program. View performance data known to the IBM
Tivoli OMEGAMON XE for Mainframe Networks program for a specific
stack and TCP/IP connection. See [Chapter 11, “Managing TCP/IP|
(Connections,” on page 43|

Manage IP Packet Trace Data
Manage (query, format, or purge) IP packet trace data for stacks known to
the NetView for z/OS program. See [Chapter 12, “Managing IP Packet Trace]
[Data,” on page 49

Load/Unload SNMP MIBs
Load SNMP MIBs into the Web SNMP service or unload MIBs that were

previously loaded. See |Chapter 13, “Loading and Unloading SNMP MIBs,”

Launch MIB Browser
View information for MIB objects and groups for a specified host. See
(Chapter 14, “Launching the MIB Browser,” on page 55.|

Launch Real Time Poller
Poll and display a real-time graph of MIB-based performance data related
to a host. See [Chapter 15, “Launching the Real Time Poller,” on page 57|

Issue SNMP Commands
Issue one of the following SNMP commands: SNMP Get, SNMP Set, SNMP
Walk, SNMP GetNext, SNMP GetBulk, SNMP BulkWalk, SNMP Trap, or
SNMP Remote Ping. See [Chapter 16, “Issuing SNMP Commands,” on page|

Open 3270 Console
Access 3270 panels from the browser without using a terminal emulator.
See [Chapter 17, “Opening the 3270 Console,” on page 63]

Set User Preferences
Set ireferences for this user. See [Chapter 2, “Setting User Preferences,” on|

About Display the version, release, and build level of the NetView for z/OS
program.

Note: The Load/Unload SNMP MIBs, Launch MIB Browser, Launch Real Time
Poller, and Issue SNMP Commands tasks require the SNMP server to be
running. For information about configuring the SNMP server, see |IBM Tivolil
[NetView for z/OS Installation: Configuring Additional Componentd and the
netview_installation_dir /doc/znetview_webapp_readme_en.htm file.
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Work Area

The work area, which is located to the right of the portfolio under the task bar, is
where your primary interaction with the Web application occurs. The interface has
only one work area. To resize the work area, take one of the following actions:

* Place the cursor on the border between the portfolio and the work area and drag
the border to the left or the right.

¢ Close the portfolio.
* Resize the browser window.

The work area includes a title bar that shows the name of the task you are
currently displaying. By default, the About information is initially displayed in the
work area. The work area title bar has the following navigation controls, which are

shown in
Gl [z

Figure 6. Work Area Title Bar Navigation Controls

Show or Hide Field Descriptions button (i)
Displays or hides the Field Description Assistant, which provides
field-level help for fields and buttons. The Field Description Assistant is
displayed on the left side of the work area. This button is not available
when the About information or the Task Manager view is displayed. For
more information about the Field Description Assistant, see
[Description Assistant” on page 10.|

Show or Hide Task Assistant button (?)
Displays or hides the Task Assistant, which provides help for the task or
view displayed in the work area. The Task Assistant is displayed on the
right side of the work area. This button is not available when the About
information or the Task Manager view is displayed. For more information
about the Task Assistant, see [“Task Assistant” on page 11.|

Close Task button (X)
Closes the task that is displayed in the work area.

When you click a task in the portfolio, the view for that task is displayed in the
work area. The work area has a navigation control known as the breadcrumb trail,
which is shown in It is displayed just below the work area title bar. The
breadcrumb trail shows the views through which you have navigated to reach the
current view in the work area. The last view listed in the breadcrumb trail is the
current view. To return to any view shown in the breadcrumb trail, click the view
title in the breadcrumb trail; the view is displayed in the work area.

Note: To navigate the Web application, use only the buttons provided in the Web
application interface. If you use the Web browser navigation buttons (such
as Back, Forward, Refresh, or Stop), you can get inconsistent results.

Maznzge |P Packet Trace Data

Select Stack b Guery IP Packet Trace Data [p wWiew IP Packet Trace Data

Figure 7. Breadcrumb Trail

Views contain common elements such as entry fields, tables, and buttons. Some
views contain entry fields to filter requests for data. When you specify information
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for a task, you must provide information for any field marked with an asterisk (*);
fields marked with * are required. Other views display data in tables; for more
information about tables, see [“Working with Tables.”|

The following buttons are common to most tasks:

OK button
Submits a request for data. If the request is successful, the resulting view is
displayed in the work area. If the request is not successful, the entry field
in error is marked with a red indicator.

Restore Defaults button
Replaces the current values for the view displayed in the work area with
the IBM-supplied values.

Note: When you restore defaults for the Set User Preferences task, all the
values in the task are replaced with the IBM-supplied values, not
just the values displayed in the work area.

Back button
Returns the previous view to the work area.

Close Task button
Closes the task that is displayed in the work area. You can also close the
task by clicking the Close Task button (X) on the work area title bar.

Working with Tables

Data from the NetView for z/OS program is frequently displayed in tables. The
following topics describe how to work with tables:

+ |“Navigating Tables”]

* |“Filtering Tables” on page 9
* |“Sorting Tables” on page 10

Navigating Tables

Tables have the following parts:
* Operator toolbar

e Table action toolbar

e Column headers and rows

* Footer

Operator Toolbar
The operator toolbar, which is at the top of the table and is shown in has
buttons to refresh the data and to navigate to additional views.

211 Cpen Incident

Figure 8. Operator Toolbar

Many tables have the following operator toolbar buttons:

Refresh button
Refreshes the table data and resets the refresh timer, if available. You can
hold the cursor over the Refresh button to see the time stamp when the
table was last updated and the current setting of the refresh rate, shown in
[Figure 9 on page 8§ To update the refresh rate, use the Set User Preferences
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task.

& 00 Open Incident

Last Update: DMOTD5 144757
[ Refrash Rate: Every 5 Minutes

Figure 9. Refresh Status

Suspend/Resume
Suspends or resumes automatic refreshing of the table data. For a list of
the views that can be automatically refreshed, see the Task Assistant for the
Set User Preferences task.

Open Incident button
Displays the Open Incident view so that you can open an incident report
for this task in your incident management application. This button is
available only when you have selected one row of data and the incident
management application is configured. For a list of the tasks where you

can open an incident report, see [Chapter 18, “Opening Incident Reports,”|
ﬁn page 65,

Table Action Toolbar

A table action toolbar, which is immediately below the operator toolbar and is
shown in provides standard actions that you can use to organize and
display data in a table.

LA L= AN =T G TR |---Se|ectAction--- jﬂ
Figure 10. Table Action Toolbar

The following standard table actions are available from the table action toolbar,
both as buttons and from the table action list; for details about these table actions,
see the Task Assistant:

e Select All

e Deselect All

* Show Filter Row or Hide Filter Row

e Clear All Filters

» Edit Sort

* Clear All Sorts

* Collapse Table or Expand Table

e Enable Inline Action Bar or Disable Inline Action Bar

* Configure Columns

Column Headers and Rows

Column headers describe the data in the table. Each row in the table represents a
unique piece of data, for example, an event, a network log message, a connection,
or a dynamic virtual IP address (DVIPA). For details about the data displayed in a
specific view, see the Task Assistant. To set the number of rows displayed in a
table before scrolling is enabled, use the Set User Preferences task.
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Table Footer
The table footer, which is shown in is displayed at the bottom of a table.

Matched Records: 15 Total: 15 Filtered: 10 Selected: 1 Last Update: 08/23/05 08:54:11 E!

Figure 11. Table Footer

Most tables include the following fields in the table footer:

Matched Records
Indicates the number of records (rows of data) matching the filter criteria.
If this number is greater than the total number of records displayed in the
table, you might need to change your filter criteria.

Total Indicates the number of rows displayed in the table.

Filtered
Indicates the number of rows matching the active filters in the table. If no
filters are active, this value is equal to the value of Total.

Selected
Indicates the number of rows in the table that are currently selected.

Last Update
Indicates the time stamp when the data in the table was last refreshed. To
update the time zone or date and time format used when displaying time
stamps in the Web application, use the Set User Preferences task.

Filtering Tables

You can filter the data in a table by defining filters for one or more data columns.
Filtering the table decreases the number of rows that are displayed and makes it
easier for you to focus on specific data.

To define filters, you must first display the filter row, either by clicking the Show
Filter Row button or by clicking Show Filter Row in the table action list and then
clicking Go. Show Filter Row is one of the standard table actions.

A row that shows the existing filters is displayed immediately after the column
headers. For any column without an existing filter, the word Filter is shown. If a
filter exists, a check box to the left of the filter definition indicates whether the
filter is active (checked) or inactive (not checked).

Before you can define or change a filter for a data column in the table, you must
display the filter definition area. To do that, click the existing filter for the column
that you want to filter, or, if no filter exists, click Filter.

To define or change a filter for a data column in a table:
1. Display the filter definition area by clicking the defined filter or the word Filter.

2. Specify the filter using the displayed fields. See the Task Assistant for
information about the fields that are displayed for different types of columns.

Note: For date and time fields, the format of date and time is determined by
the date and time formats specified in the user preferences.

3. Click OK.
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When a filter is first defined, it is active. To deactivate an active filter, remove the
check from the check box to the left of the filter for a column. To activate an
inactive filter, place a check in the check box to the left of the filter for a column.

To remove an existing filter from a column, open the filter definition area, delete
the information from the fields, and then click OK. The filter row now shows Filter
in that column.

To remove the existing filters from all columns in a table, either click Clear All
Filters or select Clear All Filters in the table action list and then click Go.

Sorting Tables

You can use the Edit Sort function to sort a maximum of three columns in a table
at a time. To use this function, first display the sort edit area, either by clicking
Edit Sort or by selecting Edit Sort in the table action list and clicking Go. Edit Sort
is one of the standard table actions.

To sort the table, specify the first column to be used for sorting, and, optionally,
the second and third columns to be used, and then click OK.

Remove sorting criteria from all columns either by clicking Clear All Sorts or by
selecting Clear All Sorts in the table action list and then clicking Go.

You can perform a quick sort on any column by clicking the sort symbol ( * ),
which is to the right of the column name.

Note: If you do a quick sort, the existing sorting criteria are cleared and the data
in the table is sorted in ascending order of the selected column.

After you click the sort symbol, you can toggle between ascending and descending

sorts. When the sort symbol points up, the column is sorted in ascending order.

When the sort symbol points down, the column is sorted in descending order.

Using the Online Help

The following topics describe the two types of online help for the Web application.
You can display either type singly or both types at the same time.

* |“Field Description Assistant”|

* |"Task Assistant” on page 11|

Field Description Assistant

The Field Description Assistant, which is displayed on the left side of the work
area and is shown in [Figure 12 on page 11} provides field-level help for fields and
buttons as you tab from one field or button to another field or button. To display
or hide the Field Description Assistant, click the Show Field Descriptions or Hide
Field Descriptions button (labeled i) on the work area title bar.
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Manage TCPIIP Connections 1l [7]
Select Stack

. @ | | Query Connection Data || FPurge Connecti
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action against the stack. ¢ TcpIp2 TCPIP  AOTNV  TVT2002
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O TCPIP2C TCPIP  AOINV  TVT2002C

Figure 12. Field Description Assistant

Task Assistant

The Task Assistant, which is displayed on the right side of the work area and is

shown in provides help for the task or view displayed in the work area,

including information about any fields and navigation controls that are provided

for the task or view. To display or hide the Task Assistant, click the Show Task
Assistant or Hide Task Assistant button (labeled ?) on the work area title bar.

Manage TCP/IP Connections [il 7]
Select Stack & ek E o &
e @ | | Query Connection Data || Purge Conne: Select Stack ]

Select a stack for guenying or

#qioowP o F 2 (T o I? | I— Select Acti| purging TCF/IF connection

data. The table lists the stacks
Select ~ J TCP Name - ] Type AJ Domain AJ Policy Na | knwn to the Natview for 2108

C TCPIP2 TCPIP  ADINV TVT2002 | Progr=m.
C TCPIP2B TCPIP  ADINV TVT2002E | Resouros discovery discovers
O TCPIP2C TCRIP  ADINV TVT2002( | 31 fess! stacks knoan to the
NetView for /05 program. It
C TCPIP2D TCPIP  ADINV TVT2002L | siso discovers stacks from

Figure 13. Task Assistant

The Task Assistant has the following navigation controls, which are shown in
Figure 14

Qo BEO R

Figure 14. Task Assistant Navigation Controls
Previous Topic button (<)
Displays the previous topic.

Next Topic button (>)
Displays the next topic.

Table of Contents button
Displays or hides the table of contents for the Task Assistant.

Topic Index button
Displays or hides the index for the Task Assistant.
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To search for a string in the topic index, type the string in the Find field
and press Enter. If the string is found, the topic is highlighted and the
associated help panel is displayed. To find the next occurrence in the topic
index, place the cursor in the Find field and press Enter again. The next
occurrence in the topic index is highlighted and the associated help panel
is displayed.

Message Index button

Displays or hides the message index, which you can use to display help
for messages.

To search for a string in the message index, type the string in the Find
field and press Enter. If the string is found, the message is highlighted and
the associated message help is displayed. To find the next occurrence in the
message index, place the cursor in the Find field and press Enter again.
The next occurrence in the message index is highlighted and the associated
message help is displayed.

Search button

Displays or hides the Find field, which you can use to search the Task
Assistant for a particular string of characters. To search for a string in a
help panel, type the string in the Find field and press Enter. The Search
Result area lists the help panels that contain the string for which you are
looking. The first help panel in the list is highlighted and displayed; to
display a different help panel, click it.

Hide Task Assistant button (X)

12  Web Application User’s Guide

Hides the Task Assistant.



Chapter 2. Setting User Preferences

Click Set User Preferences in the portfolio to set your user preferences. User
preferences are global default values that apply to the data displayed on all views.
You can set the following kinds of preferences:

* General

* Auto refresh

* Date and time

* Event viewer

¢ Command console

e Theme

* Opverride

When you open the Set User Preferences task for the first time, you see
IBM-supplied values provided for each of the user preferences. As you become
more familiar with the product, you can modify the user preferences to better suit
your needs. Any changes you make are saved and are available to you the next
time you sign on to the Web application. For details about the user preferences, see
the Task Assistant.

Note: When you restore defaults for this task, all values for the task are replaced

with the IBM-supplied values, not just the values for the view displayed in
the work area.
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Setting General Preferences

Use the General Preferences view, shown in to set general preferences
for all views. These include the severity and status indication, the number of rows
to be displayed in tables, and the IP address representation. The severity and
status indication affects how severity and status information is shown in Web
application views. For more information about IP addresses, including compressed
IP addresses, see the Task Assistant.

Set User Preferences FIREARES
User Freferences |
# Ganeral General Preferences
* Auto Refresh +Severity and Status Indication
# Date and Time |Te}<1, Colar, and lcon j

* Event Wiewer
#Mumber of Table Rows

* command Congole 15
* Theme
#|Pvd Fepresentation
Owerride B

|Standard Dotted Decimal j
7 Compress IPvd Addresses

IPv5 Representation
™ Compress IPvE Addresses

‘ Apply | Restore Defaults | ‘ Close Task |

Ll

Figure 15. User Preferences: General Preferences
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Setting Auto Refresh Preferences

Use the Auto Refresh Preferences view, shown in to set the preferences
for the automatic refreshing of data, such as event or TCP/IP connection data. This
determines whether the event, TCP/IP connection, sysplex topology, DVIPA, and
connection performance data is refreshed automatically, and, if so, at what interval.
You can also use this view to disable the automatic refreshing of data.

Note: For performance reasons, you might want to set the auto refresh rates for
certain tasks to be greater than the data collection intervals for those tasks.

User Preferences =
%l Ao Refresh Preferences

+ Auto Refresh #*Auto Refresh Rate for Manage TCP/IP Connections

# Date and Time |5

+ Event Viewer [ Disable Auto Refresh

* Command Console

*Auto Refresh Rate for Browse Sysplex Topology
* Theme 5

Override [~ Disahle Auto Refresh

*Auto Refresh Rate for Browse Events
i

[~ Disable Auto Refresh

#Auto Refresh Rate for Manage DVIPA

a

[~ Disable Auto Refresh

*Auto Refresh Rate for Wiew Connection Performance Data
2

[" Disable Auto Refresh

QK Apply’| Restore Defaults H Close Task |

Figure 16. User Preferences: Auto Refresh Preferences
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Setting Date and Time Preferences

Use the Date and Time Preferences view, shown in to set the time zone
and the date and time formats for displaying time stamps.
Notes:

1. If you use the current host date and time formats, the format values are set at
the NetView host using the DEFAULTS and OVERRIDE commands.

2. The date and time format examples shown in the Date Time Order field are
based on the settings in the date and time format fields.

Set User Preferences
User Preferences =
* Genetal Date and Tirme Preferences
* Auto Refresh *Time Zone
# Date and Time |(GMT -5 EST America/MNew_Yark j
T F Factarn O A T Arrarical [
TSI — (GMT -5) Eastern Standard Time America/Mew_York
# Command Console Date Forrmat
* Theme |Current Host Fnrmatj
Override Time Format
|Current Host Long Format j
#Date Time Crder
' 0B/26/05 11:02:55
 11:02:55 08/26/05
\Apply || RestoreDefaults | Close Task |
=l

Figure 17. User Preferences: Date and Time Preferences
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Setting Event Viewer Preferences

Use the Event Viewer Preferences view, shown in to set the number of
events that are returned for each request and whether the quick filter toolbar is
displayed in the Browse Events task.

Set User Prefer
User Freferences =
o Bl Ewvert Wiewer Preferences
* Auto Refresh #MNumber of Events Returned
# Date and Time I1 oo
* Event Viewer . )
————————— ¥ Show Quick Filter Toolbar
* Command Congole
* Theme

Override

oK | Apply |  Restore Defaults | Close Task |
=l

Figure 18. User Preferences: Event Viewer Preferences
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Setting Command Console Preferences

Use the Command Console Preferences view, shown in to set the
number of previously issued commands and response area lines to be displayed
before scrolling is enabled and whether the NETVASIS check box is available in
the Open Command Console task.

Set User Preferences

User Preferences

Cormmand Console Preferences

# Genearal
* Autn Refresh #Number of Previously lssued Commands
+ Date and Tirme [10
* Eventviewer *Mumber of Visible Lines
# Command Console 15
#* Theme
.
Overide ¥ Display NETWASIS Shortcut
OK | apply | RestoreDefaults || Close Task |

Figure 19. User Preferences: Command Console Preferences
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Setting Theme Preferences

Use the Theme Preferences view, shown in to set the color theme for the
Web application.

Note: This user preference does not affect colors set in the Open 3270 Console

task.
Set User Preferences
User Preferences :‘
+ Ganeral Theme Preferences
* Auto Refresh #Console Theme
# Date and Time IDefauIt |

* Event Viewer Theme Preview

* Command Consale ) _

* Theme

Owerride i) (2] [x]

| |
r
O
2 |
|App|5r|| Restore Defaults H Close Task |

Ll

Figure 20. User Preferences: Theme Preferences
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Setting Override Preferences

Use the Override Preferences view, shown in to set preferences for all
users connected to the same server, including whether users can modify their own

preferences. Only authorized users can access this view.

Note: Authorization for the override capability is provided by the
webmenu.prefoverride statement in the CNMSTYLE %INCLUDE member

CNMSTWBM. For more information, see |[BM Tivoli NetView for]
[z/0S Installation: Configuring Additional Components|

L

User Preferences

Qverride Preferences

* General

* Auto Refresh General

# Date and Time

¥ User can modify status representation

# Event Yiewear . )
¥ User can modify maximurm table rows

e — ¥ User can madify IP address format
# Theme o Refrash
Override

¥ User can modify auto refresh rate for Manage TCP/IP Connections

¥ User can modify disable auto refresh for Manage TCPAP Connections

¥ User can modify auto refresh rate for Browse Sypslex Topology

¥ User can modify digable auto refresh for Browse Sypslex Topology

¥ User can modify auto refresh rate for Browse Events

¥ User can modify disable auto refresh far Browse Events

¥ User can modify auto refresh rate for Manage DVIPA

¥ User can modify disable auto refresh far Manage DVIPA

¥ User can modify auto refresh rate for View Connection Perfarmance Data

¥ User can modify disable auto refresh for View Connection Performance Data

Date and Tirme

¥ User can madify time zone

¥ User can madify date format T

B3 lmme mmin wnmm alis b o $minmmd

Figure 21. User Preferences: Override Preferences

Each preference that can be set in the Set User Preferences task can be restricted
with a corresponding override check box. If a user with override authorization
restricts other users from modifying a particular preference value, the other users
inherit the value that the authorized user has for that preference.
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Chapter 3. Browsing Events

Click Browse Events in the portfolio to view events in the Common Event
Infrastructure (CEI) database.

The Common Event Infrastructure provides integration, consolidation, and
distribution of events from many different programming environments. Diverse
products that are not tightly coupled with one another can use this common
infrastructure to integrate the management of events, thus providing an end-to-end
view of enterprise resources and correlating events across domain boundaries. The
Common Base Event specification defines the structure of the event information
that is stored in the CEI database.

When you click Browse Events, the Event Viewer view showing a table listing
events is displayed, similar to the table shown in

Evertt Wiewer =
Z4 [ | Replace~ | Open Incident | Yiew Details ]
Hh OOBAAOO
e F e T 8 B |- Select Action—~ | 6o
Select ~ | Severity ~ | Time Stamp  ~ | Resource ~ | Type ~|Me
Myptaming  08/04/05 00:22:15 BI0BSPO/SP NAP/TP DECNET/DEY,RALVADEY AD2_1/DEV S0l
SRS 0c/04/05 00:22:15 ALTNON12/COMC INIT
¢ RN 050405 00:22:15 TVT20_BC/SP,SP-APPLTP NETSP/DEY, TVT20_EC/DEV Pl
¢ | N oen40s 00:22:15| ALTNONTZ/COMC | I
O Mwaming 08/04/05 00:22:15 B30SEP/SP NAP/TP DECNET/DEY RALVA/DEY AD2_1/DEV S0l
¢ SN 050405 00:22:14 TVT20_BC/SP,SP-APPLTP NETSP/DEY, TVT20_EC/DEV Pl
¢ SN 0405 00:22:14 ALTNON12/COMC T
O Mwaming 08/04/05 00:22:14 B30SEPI/SP NAP/TP DECNET/DEY RALVA/DEY AD2_1/DEV S0l
¢ SN 050405 00:22:14 ALTNON12/COMC INIT_|
© N 0c040s 00:22:14 SHAGGY/SP FLCIPO1/TR IBM-99HK/DEY Ul
¢ [N 00405 00:22:14 TVT20_BC/SP,SP-APPLTP NETSP/DEY, TVT20_BC/DEV P
¢ SR 050405 00:22:14 ALTNON12/COMC NIT
C B 0c0405 00:22:10 SCRAPPY/SP FLCIPO1/TP BAMBAM. T/DEY PR
o O M MO 1040 R3NAANSD MADITG NECNETINEY BAIVAME A 1mEY aof

Figure 22. Event Viewer

A Replace/Append button determines whether new events replace the events in
the table or are appended to the table. Click the button to see the list. The default
is to replace events in the table.

You can use a quick filter toolbar, which is shown in [Figure 23 on page 22} to
easily filter the events by severity. The buttons correspond to the event severities.
To filter the events of a particular severity, click the corresponding button. To
display those events again, click the button again. To clear all the filters, click the
first button in the quick filter toolbar.
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Figure 23. Quick Filter Toolbar

If the quick filter toolbar is displayed, filtering for the Severity column is not
available on the filter row. For more information about filtering tables, se
[Tables” on page 9)

Note: You can set preferences for the event viewer, such as whether the quick filter
toolbar is displayed; for more information, see [Chapter 2, “Setting User|
[Preferences,” on page 13

After you select an event, you can view more information about the event by
clicking View Details. The Event Details view, which is shown in is

displayed.
Browse Events IIl EI E
Evert Wiewer [p Event Details 1
Event Reference
Severity ﬂTime Stamp | Resource | Type | Message ﬂ |
SR 050405 00:22:15 ALTNON12/COMC INITIALIZATION FAILURE:RING INTERFACE COUPLER

Event Details
Attribute 1 Walue ﬂ
Creation Time 08/04/05 00:22:15

Seveiy Ocitea
Priority hedium

Event ID CE11DAD4A03313B920F 3E4ADSBDEEISFED

Situation Category ReportSituation

Situation Scope  EXTERMNAL

Reporter Component Information {(Emitting Resource)

Attribute ﬂ‘v’alue ﬂ

Location NETA ADTNY

Location Type SNA

Application ADTHY

Execution Ervironment TwT2002

Component Tivali MNet'iew for z/0S

Component Type

SRS P =l

Figure 24. Event Details

The Event Details view shows details for the selected event, which is referenced at
the top of the view. It includes information such as the creation time, severity,
priority, event ID, and message text. This view also includes information about the
resource that is reporting the event and the resource that is affected by the event. If
applicable, NetView-unique information is displayed in the NetView Extension
area of the view. These NetView-unique fields correspond to condition items, and
this area is displayed only if one or more condition item values are set; for more
information about condition items, see|[BM Tivoli NetView for z/OS Automation|

If the vendor of the resource has provided expert advice describing actions
you can take to try to correct the problem reported by an event, the information is
displayed in the Recommended Actions area.

If an incident management application is configured and you either have selected
an event in the Browse Events view or are displaying the Event Details view for an
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event, you can open an incident report by clicking Open Incident; for more
information about opening an incident report, see [Chapter 18, “Opening Incident|
[Reports,” on page 65)

Chapter 3. Browsing Events 23
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Chapter 4. Browsing Sysplex Topology

Click Browse Sysplex Topology in the portfolio to view sysplex TCP/IP stack
information such as z/OS images and TCP/IP stack names and addresses. The
Sysplex IP Stack Topology view is displayed in the work area.

By navigating the tree in the left side of the view, you can browse the topology or
display information related to a specific resource. The top level of the tree, Sysplex
IP Stack Topology, represents the sysplex TCP/IP stack topology. If you expand
the tree, you see the name of the sysplex. If you expand the sysplex, you see z/OS
images defined within the sysplex. If you expand a specific z/OS image, you see
the TCP/IP stacks associated with that z/OS image.

The icon beside each z/OS image or TCP/IP stack name indicates the last known
status of the image or stack. To see additional information about a specific z/OS
image, click the z/OS image in the tree. The information is displayed in the right
side of the view.

To see additional information about a specific TCP/IP stack, click the stack in the

tree. The TCP/IP stack information is displayed in the right side of the view,

which looks similar to the view shown in

Browse Sysplex Topology lIl El

Sysplex IP Stack Topology

£ 11 ‘ Open Incident

-

|— Select Action — j
O Sysplex IP Stack Topology TCPIIP Stack Properties
o WheTviEW Attribute | Value |
L2002 Status
ETVT_EEEE?’ Time Stamp 03/26/07 15:24:40
B CPIPT TCP Name TCPIPT
BICPIPYEI Policy Mame TVT2007
BICF’IF’TC XCF Group Name EZBTCPCS
Elrcriro Host Name TVT2007 TIVLAB RALEIGH.IBM.COM
EXrv2008 Product cs
Level V1RS

Primary IP Address 9.42.45.136
Primary IP Address Type 1Pvd

Primary Interface 9.42.45136

Primary Interface Type  1Pvd

IPv6 Address 2002:92A:111:503:9:42:45:136

IPv6 Address Type IPv6

IPv6 Host Name TVT2007VE.TIVLAB.RALEIGH.IEM.COM

AT-TLS Enabled false -
IPSec Enabled false

Last Update: 11/21/07 00:11:39 EST

Figure 25. Sysplex IP Stack Topology TCP/IP Stack Properties

Resource discovery can discover all local stacks for your NetView image. It can
also discover stacks from other z/OS images within a sysplex if those z/OS images
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are running the NetView for z/OS program and RTNDEFEBASE.AGENT statements
are defined in CNMSTYLE %INCLUDE member CNMSTUSR or CxxSTGEN. For
information about the RTNDEEBASE.AGENT statement, see the
[NetView for z/OS Administration Reference)

Note: If you do not see all the stacks or data that you expect, ensure that your
RTNDEF.BASE.AGENT statements are defined correctly.

From the Sysplex IP Stack Topology view, a number of actions are available from
the table action list:

* You can view connection data and IP packet trace data for a TCP/IP stack. For
more information about viewing connection data, see [Chapter 11, “Managing]
|TCP/ IP Connections,” on page 43| For more information about viewing 1P
packet trace data, see [Chapter 12, “Managing IP Packet Trace Data,” on page 49

* You can ping the primary IP address and trace the route to the primary IP
address, or you can ping the primary interface and trace the route to the
primary interface.

* For z/0OS images and TCP/IP stacks, you can open an incident report. For more
information about opening an incident report, see [Chapter 18, “Opening Incident|
[Reports,” on page 65)
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Chapter 5. Browsing Logs

Click Browse Logs in the portfolio to activate the NetView log browse facility. The
Browse NetView Log view, shown in is displayed:

Browse MetView Log

Broowse Logs

*MetView Domain

o2y
#MetView Lo
METLOGA, 'I

Tirne Filters

*Metview Metwark 1D

*

#*RMTCMD Operator 1D

BEeqin Time (hh:mm:sg)
End Tirme (hh:mm:ss)

Begin Date (mm/dd/yy)
—

End Date (mm/dd/yy)
]

Other Filters
Operator [D Domain 1D
Message 1D Message Text

|| Close Task ‘

|

Restore Defaults

Figure 26. Browse NetView Log

You can specify the filtering criteria for displaying network log records, such as the
NetView domain or the network log, in the Browse NetView Log view. The
following logs can be displayed:

* The active network log (NETLOGA)

¢ The inactive network log (NETLOGI)

* The primary network log (NETLOGP)

¢ The secondary network log (NETLOGS)

¢ Both the active and inactive network logs (NETLOGC)

If you use the default settings, the log results are displayed in a Display Log view
that looks similar to view shown in [Figure 27 on page 28}

© Copyright IBM Corp. 2005, 2007 27



Browse Metiew Log | Display Log: METLOGA

|

|

\ Bottom || Backward H Faorward I

) [2) [£) (2] (%) (] |[]-- Select Action 5]

Sequence AJ Task AJ Darmain AJ Routing AJ Tirme Stamp

~ | HORMTYPE ~ | Message

1210 AUTOR1
1211 AUTORA
1212 AUTOM
1213 AUTTCPS
1214 AUTTCP10
1215 AUTTCPS
1216 AUTTCP4
1217 AUTOI
1218 AUTOR
1219 AUTON
1220 AUTTCP10
1221 AUTTCPS
1222 AUTTCPS
1223 AUTOR
1224 AUTTCP4

COZ2RY
CO2RY
CO2MNY
CO2MY
CO2MY
CO2RY
CO2MNY
CO2MY
CO2MY
CO2MY
CO2RY
CO2MY
CO2MY
CO2MY
CO2My

07/14/05 10:18:37 -
07 14/05 10:21:37 -
07 14/05 10:24:37 -
07/A14/05 10:26:17 -
07 1405 10:26:17 -
07/14/05 10:26:19 -
0714405 10:26:55 -
07/14/05 10:27:37 -
07/14/05 10:30:37 -
07/14/05 10:33:37 -
0714405 10:36:31 -
07/14/05 10:36:31 -
07/14/05 10:36:31 -
07/14/05 10:36:37 -
07/14/05 10:36:57 -

DE208] TIME EXPIRATION
DSI208] TIME EXPIRATION -
DSI208] TIME EXPIRATICN |
DE1208] TIME EXPIRATION |
DSI208] TIME EXPIRATION -
DE208] TIME EXPIRATION |
DSI208] TIME EXPIRATION -
DE12081 TIME EXPIRATION |
DSI208| TIME EXPIRATION -
DE1208] TIME EXPIRATION
DSI208] TIME EXPIRATION -
DSI1208] TIME EXPIRATION —
DE1208] TIME EXPIRATION -
DSI208] TIME EXPIRATION -
DE208] TIME E=PIRATION

4|

Figure 27. Display Log

-

»

You can specify Browse facility commands in the text field. For more information
about the fields for this task, see the Task Assistant. For more information about

Browse facility commands, use the Open NetView Help task to view the help for
the BROWSE command.
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Chapter 6. Opening the Command Console

Click Open Command Console in the portfolio to submit a command. The

command can be either a NetView command or a NetView CLIST (command list).

In the text field, type the command or CLIST you want to run and click Go. The

command response is displayed in the command response area, similar to the view

Notes:

1. If the response is in HTML or XML format, it is displayed in a separate
browser window.

2. If you issue commands that run for a long time before completion, such as
PING or TRACERTE with a high count number, issue them only from the
NCCF command line. If you issue this type of command elsewhere, a large
amount of storage is required, and the output is not displayed until the
command has completed.

Dpen Commnand Console II' El E]

Cornrmand Console

K

Previous Commands ¥ | *J [~ NETWASIS
dispfk
DISPLAY OF PF-PA KEY SETTINGS FOR NCCF
KEY ——-TYPE-———— COMHAND SET-APFL

P41 IMMED, IGNORE RESET NETVIEW

P42 IMMED, IGNORE AUTOWRAF TOGGLE NETVIEW

P43 IMMED. IGNORE RETRIEVE AND EXECUTE NETVIEW
PF1 IMMED.APFPEND HELF NETVIEW

PF2 IMMED,AFPPEND GO HCCF

PF3 IMMED, IGNORE RETUEN NETVIEW

PF4 IMMED.AFFEND DISFFE NETVIEW

PFS IMMED, IGNORE BROWSE WNETLOGA NETVIEW

PFe IMMED, IGNORE ROLL NETVIEW

PF7 IMMED, AFFEND TASKUTIL NCCF

PF8 IMMED, IGNORE PIFPE NETVIEW LIST STATUS= NCCF

ADS L oAT LIS SkIT I

Clear Responses

Close Task

Figure 28. Command Console with Command Response

The NetView for z/OS program converts lowercase characters to uppercase prior
to processing unless the NETVASIS check box is selected.

You can run a command that you have previously run. Click the Previous
Commands button to see a list of commands, and then click a command to place
the command name in the text field. If necessary, you can alter the command
displayed in the text field. Click Go to run the command.
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Note: You can set preferences for the command console, such as whether the
NETVASIS check box is displayed, the length of the Previous Commands

list, and the number of lines displayed in the command console response
area before scrolling is enabled; for more information, see |[Chapter 2,
[“Setting User Preferences,” on page 13/
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Chapter 7. Opening NetView Help

Click Open NetView Help in the portfolio to access the NetView online help for
messages and commands.

In the text field, type the NetView for z/OS command or message for which you
want to see the help and click Go. The formatted results are displayed at the
bottom of the view, similar to the view shown in

Open MNetView Help
MetWiew for /08 Help | =
| Pravious Help ¥ b

DISPFK (HCCF:; CHME1043)

Syntax —
DISFFK
.—current_application-. .- DISPLAY-.
=>-DISPFFK e =
+- ML-——————————————— + '- SAVE--—--!
+= ALT---—- e +
+- application-------- +

. '

Purpose of Command
The DISPFE command list enables you to display or save the PF key
settings for warious NetView components.

Dperand Descriptions

ALL
Lists or saves PF or P4 key settings for all applications.

ATT LI
Figure 29. NetView for z/OS Help with Results

In general, you can specify any of the following items in the text field, where
command is a command, command_list is a command list, message_ID is a message
ID number, and component is a component name such as NCCF or NLDM:

* commands

s command

e command_list

* message_ID

* component

* component commands

* component command

The help for commands might contain links between the syntax keywords and the
keyword descriptions. When the message help lists commands in the Related
Commands section, each command name links to the NetView online help for the
command. The help displayed in this view is the same help that you can view
from a NetView 3270 session.
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You can display help that you have previously displayed. Click the Previous Help
button to see a list of commands or message IDs for which you have previously
displayed help, and then click a command or message ID to place it in the text
field. Click Go to display the help.
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Chapter 8. Launching Procedures

Click Launch Procedures in the portfolio to open a uniform resource identifier
(URI), which can be one of the following types:

* A Web address (using http or https) that opens a Web site, for example, the run
book for your company

* A mail address (using mailto) that opens up the default e-mail program to send
an e-mail

* An FIP address (using ftp) that opens an FTP site

Note: This URI is defined using webmenu statements; for more information, see
the[IBM Tivoli NetView for z/OS Administration Reference
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Chapter 9. Viewing DVIPA Status

Click View DVIPA Status in the portfolio to display the status of dynamic virtual
IP addresses (DVIPA).

Note: DVIPA management must be enabled using the TOWER statement in
CNMSTYLE. For more information about enabling DVIPA support, see the
[IBM Tivoli NetView for z/OS Installation: Configuring Additional Components|
manual.

First, use the DVIPA Status Host Filters view, shown in to set host filters
that control the DVIPA records that are displayed.

Wiew DVIFA Status

DWIFL Status Host Filters

*TCP Mame

*

#z/05 Image Mame

*

*DWIPA

Origin

Lagical Filter

& AND

 0OR

Ok ‘ Restore Defaults H Close Task |

Figure 30. DVIPA Status Host Filters

After you specify the filters, click OK to display the DVIPA Status view. If you use
the default filter settings, a view that is similar to the view shown in
page 36|is displayed. The host filters you specified are referenced at the top of the
work area in Host Filter Settings.
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A

DWIPA Status Host Filters [p DWIPA Status -]

Host Filter Settings

TCF Name | z/0S Image Name | DVIPA | Origin | Logical Filter |
* * i * AND
&4 10 Open Incident
2 2l g 2| T B B | |- Select Action— ] [60]
Select Aﬂ DVIPA  ~ | /05 Image Name ~ | TCP Name ~ | Origin -~ | Status ~ ' Mobility -~ | Distributor Status
201.2.20.11 TWT2003 TCRIP3 backup Dbackup none target
(@ 201.2.20.11 T™VT2017 TCPIP17 backup Dbackup whenldle target
O 201.2.20.11 TVT2004 TCPIP4 define whenldle  distributorAndTarge
C 201.2.20.12 TWT2003 TCPIP3 backup Dbackup none target
C 20122012 TT207 TCRIP17 backup Dbackup whenldle none
O 201.2.20.12 TVT2004 TCPIP4 define whenldle  distributor
C 201.2.20.13 TwT2004 TCPIP4 backup Dbackup whenldle none b
C 201.2.2013 T™VT2017 TCPIP17 backup Dbackup whenldle none
C 201.2.20.13 TVT2003 TCPIP3 define whenldle  none
C 201220021 TVT2003 TCPIP3 backup Dbackup none none
@ 201.2.20.21 TWT2004 TCPIP4 backup Dbacl{up whenldle none
C 201.2.20.21 T™VT2017 TCPIP17 define

| e whenldle none i
4| | »

Figure 31. DVIPA Status

DVIPA status is collected periodically using a NetView timer. The interval for
collecting DVIPA status is set at the host using the CNMSTYLE.DVIPAINTVL
variable. To see when DVIPA status was last collected or is to be collected again, or
to see the browser refresh rate or when the data was last refreshed, move the
cursor over the Refresh button. If the last DVIPA status collection is more recent
than the last data update, you can refresh the data by clicking the Refresh button.

Note: DVIPA status requests are handled by a single autotask; if several users
refresh the DVIPA status data at the same time, performance might be
affected. Refreshing the DVIPA status data can take several minutes,
depending on the size of your sysplex and the amount of data collected. If
the browser refresh rate is set so that the data is refreshed several times
between DVIPA status collections, you might want to suspend automatic
refreshing of the data, if you are authorized to do so. Also, if the DVIPA
status is to be collected soon, you might want to wait until after it is
collected to refresh your data.

The maximum number of DVIPAs that can be sent for display in the Web
application is set at the host using the CNMSTYLE.DVIPAMAX variable. The
following table footer fields provide information about the DVIPA records:

* Matched Records indicates the total number of DVIPA records, regardless of the
host filters.

* Total indicates the number of DVIPA records that match your host filters, up to
the value of the CNMSTYLE.DVIPAMAX variable. If the number of DVIPA
records that match your host filters is greater than the number that can be sent
to the Web application (the CNMSTYLE.DVIPAMAX value), the DWO9791
message is displayed.

* Filtered indicates the number of returned DVIPA records that match the active
filters in the table.

36  Web Application User’s Guide



When you select a DVIPA, you can open an incident by clicking the Open Incident
button; for more information, see [Chapter 18, “Opening Incident Reports,” on page|
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Chapter 10. Viewing DVIPA Distributors

Click View DVIPA Distributors in the portfolio to access information about
specific dynamic virtual IP addressing (DVIPA) distributors, targets, and
connections.

Note: DVIPA management must be enabled using the TOWER statement in
CNMSTYLE. For more information about enabling DVIPA support, see the
[IBM Tivoli NetView for z/OS Installation: Configuring Additional Components|
manual.

The DVIPA Sysplex Distributors view, shown in is displayed.

View DVIPA Distributors
DVIPA Sysplex Distributors
&0 Wiew DVIPA Distributor Targets |

w2 gl e [T [F B |- Select Action — =] oo

Select ~ \ DWIPA Aﬂ DWIPA Part Aﬂ /05 Image Narne AJ TCP Mame Aﬂ Murmber of Targets Aﬂ Mumber of Listen
C 2012201 20 TvT2004 TCPIP4 3
C 201.2.20.11 21 TvT2004 TCRIP4 3
& 2012201 23| TvT2004 [ TCPIP4 | 3|
C 20122011 623 TVT2004 TCPIP4 g
C 201.2.2012 20 TvT2004 TCPIP4 1
C 201.2.2012 21 TvT2004 TCPIP4 1
C 201.2.2012 23 TvT2004 TCRIP4 1
C 201.2.2012 623 TVT2004 TCRIP4 1

Total: 8 Filtered: 8 Selected: 1 Last Update: 08/04/02

Figure 32. DVIPA Sysplex Distributors

From the DVIPA Sysplex Distributors view, you can display DVIPA information by
selecting a sysplex distributor, clicking Display DVIPA in the table action list, and
then clicking Go. The display command is issued and the Command Console view
displays the results.

From the DVIPA Sysplex Distributors view, you can also display distributor target
information by selecting a sysplex distributor and clicking View DVIPA
Distributor Targets. Distributor target information is displayed in the DVIPA
Distributor Targets view, shown in [Figure 33 on page 40} The selected sysplex
distributor is referenced at the top of the work area.
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View DVIPL Distributors

DWIPA Sysplex Distributors Jp OWIPS Distributer Targets

DVIPA Sysplex Distributor Reference
DWIPA J DWIPA Port J z/0S Image Mame ] TCP Mame J Murnber of Targets J MNurnber of Listening Servers ]
201.2.20.11 23 TwT2004 TCPIP4 g 3

& ‘ | iew DVIPA Connections |

B & HEB iy H Select Action - =] e

Select ~ | Destination /05 Image Name ~ | Destination TCP Mame ~ | XCF IP Address ~ | Murnber of Servers =~ | N

@ WT2004 TCPIP4 193.9.100.1 1
C WT2003 TCPIP3 193.9.100.2 1
& WT2017 UNKNCWYN 193.9.100.3 1

Total: 3 Filtered: 3 Selact

Back Close Task

Figure 33. DVIPA Distributor Targets

From the DVIPA Distributor Targets view, you can display connection information
by selecting a distributor target and clicking View DVIPA Connections. The
DVIPA Connections Host Filters view, shown in is displayed. The
selected distributor target is referenced at the top of the work area. On this view,
specify the filters you want to use and click OK.

wiew DVIPA Distributors

DWIPL Sysplex Distributors b DWIPA Distributor Targets Jp DWIPA Connections Host Filters

DVIPA Distributor Target Reference
|DvIPA | DVIPA Port | Destination 2/05 Image Name | Destination TCP Mame | XCF IP Address | |
\201.2.2&11 23 TWT2004 TCPIP4 193.3.100.1 \

*APPL Mame

-

#LU Mame
l*i

#Remote IP Address

+

*Remote Port

+

Logical Filter
£ AND
& 0R

| Restore Defaults | ‘ Back | | Cloge Task |

Figure 34. DVIPA Connections Host Filters

If you take the defaults, a DVIPA Connections view similar to the view shown in
[Figure 35 on page 41| is displayed. The selected distributor target is referenced at
the top of the work area.
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‘iew DVIPA Distributors

DVIPA Syeplex Distribiutors } DWIPA Distributor Tarqets } DWIPA Connections Host Filters } DVIPA Connections

DVIPA Distributor Target Reference

DVIPA | DVIPA Port | Destination 2/0S Image Name | Destination TCP Name | ¥CF IP Address |
201.2.20.11 23 TT2004 TCPIP4 193.9.100.1
CEn

B & ‘i = ‘; \‘ || Select Action — j

Select f‘] Remote IF Address "] Remoate Port AJ Bytes Sent “J Bytes Received '\] Server Job Mame “J Connec
o 201.2.20.11 1036 546 45 947 TCPIP4 2157

Total: 1 Filtered: 1 Selected: 0

Close Task

Figure 35. DVIPA Connections

From the DVIPA Connections view, a number of actions are available from the
table action list. You can display information about a connection, such as the
remote IP address details, the LU, or the application; you can drop the connection;
or you can trace the route to or ping the remote IP address.

Chapter 10. Viewing DVIPA Distributors

41
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Chapter 11. Managing TCP/IP Connections

Click Manage TCP/IP Connections in the portfolio to work with TCP/IP
connection data such as start and stop times, traffic statistics, or socket
information. TCP/IP connection data is available for TCP/IP stacks currently being
managed by the NetView for z/OS program.

Note: For more information about enabling real-time TCP/IP connection
management, see [BM Tivoli NetView for z/OS Installation: Configuring|
[Additional Components|

The Select Stack view shown in is displayed in the work area. The table
contains the TCP/IP stacks known to the NetView for z/OS program. From this
view, you can select a TCP/IP stack and either query or purge connection data for
that stack.

Select Stack
@ GQuery Connection Data | Purge Connection Data |
B2 F e [T B (@ |- SelectAction—- x| 6o
Select ~ | TCP Mame ~ | Type -~ | Domain ~ | Policy Mame ~ | Host Name ~ | Primary IP Address -
C TCPIP TCRIP  ADTNY w2002 WT2002 tivlab.raleigh.ibm.com 9.42.45.131
C TCPIP3 TCPIP  COTNY W T2003 WT2003 tivlab. raleigh.ibm.com 9.42.45132
& | TCPIP4 ITCPIP  [co2ny | TwT2004 TVT2004 tivlab. raleigh.ibm. com 9.42 45 133
C TCRIP17 TCPIP  DiE WT2017 WT2017 tivlab.raleigh.ibm.com 9.42.45.146
Total: 4 Filtered: 4 Selected: 1 Last Update: 08/24/05 17:13:04 EX
Close Task

Figure 36. Select Stack View for Manage TCP/IP Connections

Querying Connection Data

You can query live (active) and historical (inactive) connections for a specific stack.
If IBM Tivoli OMEGAMON XE for Mainframe Networks is installed and
configured, you can also view performance data for that product from the Web
application. The example described in this section illustrates how to navigate
through the task to view data for a live TCP/IP connection through a specific stack
and correlated Tivoli OMEGAMON XE for Mainframe Networks performance data
for that connection.

Note: With APAR OA22729, the data for active connections is collected using the
TCPCONN QUERYACT command; for more information, see the command
help.

As shown in select a stack in the table and click Query Connection
Data. The Query TCP/IP Connection Data view shown in [Figure 37 on page 44| is
displayed in the work area.
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Manzge TCP/IP Connections

Select Stack p Query TCPAF Connection Data

Stack Reference
\TCF‘ Mame ]Type J Damain ] Faolicy Mame ] Host Name ] Frimary IP Address J |
‘TCF‘IF'd TCRIP COZNY  TwT2004 WT2004 tiviab.raleigh.ibm.com 9.42.45.133 |

#Local IP Address +Local Port

TH3270 APPL Mame THIZ70 LU Mame

#Remate IP Address +Rermote Port

#Connection Start Time Range Connection End Tirme Range
&) ¢

#Maximurm Connections +Force Connections

-1 [o =]
Connection Type

@ Live

" Histarical

 Both

Restore Defaults || Back || Close Task |

‘ Select Local IP Address... H Select Local Port... |

Figure 37. Query TCP/IP Connection Data

The default values are shown. To select a local IP address from a table containing
all active local IP addresses for the referenced stack, click Select Local IP Address.
To select one or more local ports from a table containing all listening local ports

bound to the specified local IP address for the referenced stack, click Select Local
Port.

After you specify the filtering criteria to identify the connections for which you
want to see information and click OK, the View TCP/IP Connection Data view
shown in [Figure 38 on page 45|is displayed in the work area. This view displays
the retrieved connection data in a table, with each row of the table representing a
connection matching the filter criteria. Not all of the data fields are available for all
connections.
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Manage TCP/AP Connections

Select Stack | Query TCPAP Connection Data | View TCR/F Connection Data -

Stack Reference
TCP Mame 1 Type 1 Damain ﬂ Palicy Name ﬂ Host Mame 1 Primary IP Address ﬂ
TCPIP4 TCPIF COZNY  TwT2004 WT2004 tiviab. raleigh.ibm.com 9.42 45133

@ on Cpen Incident I Cuery Perfarmance Data | CGuery IP Packet Trace Data | Formz
sk | | g2 ) | I-—- Select Action -—- j ‘E‘

Select ~ | Local IP Address ~ | Local Part ~ | Rernote IP Address ~ | Remote Port ~ | Connection State ~ | 1dle T

C 94245133 1520 9.42.9.183 ESTPN  octahlished 00 oo

6 9424513 \ 73 9.27.132.216 | Gl cctabiishes 000

C 94245133 1041 9.42.8.185 17510 B 0o oo

C 94245133 1918 942 45133 1034 P 00 oo

C 94245133 1034 942 45133 1915 ISR 00 oo

C 94245133 1520 942 45133 1033 S EA] 00 oo

C 94245133 1033 942 45133 1920 EESE] 00 oo

C 127.001 1024 127.001 1025 EEEE] 00 og

C 127001 1025 127.0.01 1024 IR 00 og
Matched Records: 9
M Close Task

=
4| | »

Figure 38. View TCP/IP Connection Data

From this view, several actions are available:

* You can open an incident report; for more information, see [Chapter 18, “Opening]
[Incident Reports,” on page 65|

* You can query performance data.

* You can query or format IP packet trace data; for more information, see
[Chapter 12, “Managing IP Packet Trace Data,” on page 49,

* From the table action list, depending on the type and status of the connection
you selected, you can ping the local or remote IP address; trace the route to the
local or remote IP address; drop the connection; display the remote IP address or
connection details; display the APPL or the LU; or quiesce or resume the local
port.

Next, select a connection in the table. If Tivoli OMEGAMON XE for Mainframe
Networks is installed and is defined to the NetView for z/OS program, the Query
Performance Data button is enabled.

Note: If you select a connection and the Query Performance Data button remains
disabled, ensure that the location of the Tivoli Enterprise Management
Server SOAP server endpoint is specified in CNMSTYLE member
CNMSTWBM and that at least one Tivoli OMEGAMON XE for Mainframe
Networks target is specified in CNMSTYLE member CNMSTWBM. For
more information about enabling the Tivoli Enterprise Management Server
SOAP server, see [[BM Tivoli NetView for z/OS Installation: Confiquring|
[Additional Components|

Click Query Performance Data. If a Tivoli OMEGAMON XE for Mainframe
Networks target that matches the TCP name and host name for the selected stack
is not found in CNMSTYLE member CNMSTWBM, an error message is issued. If a
match is found, the Query Performance Data view shown in [Figure 39 on page 46|
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is displayed in the work area.

Manage TCP/P Connections

felect Stack | Guery TCFAF Connection Data [ Wew TCR/AF Connection Data Jp Guery Ferformance Data

Stack Reference
TCP Mame J Type J Damain ] Palicy Name ] Host Name J Primary IP Address ]
TCPIP4 TCRIP COZMY TWT2004 WT2004 tivlab. raleigh.ibm.com 9.42.45.133

Connection Reference
Local IP Address J Local Port ] Rernote [P Address J Remote Port JTarget Appl ] LU Name J
9.42.45133 23927132216 1681 TSOCO201  COZTCRO2

*Tivali Enterprise Management Server User ID *Tivoli Enterprise Management Server Password
|sysadmin |*

Perfarmance Data

& Connection Data
 TN3270 Session Data
Connection Type

& Live

 Historical

[oK]| Restore Defautts || Back || Close Task |

Figure 39. Query Performance Data

This view contains the following items:

* A reference row indicating which stack was selected

A reference row indicating which TCP/IP connection was selected

* Entry fields for Tivoli Enterprise Management Server user ID and password
* Entry fields for filtering performance data and connection type

You can request connection data or TN3270 session data and live or historical
connections. Specify the Tivoli Enterprise Management Server user ID and
password, specify Connection Data and Live, and click OK to query the
performance data for the live Tivoli OMEGAMON XE for Mainframe Networks
connections that match the referenced stack and the referenced TCP/IP connection.
If the query for performance data is successful, the View Performance Data view
shown in [Figure 40 on page 47|is displayed in the work area.
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Manage TCP/IP Connections

Select Stack |p Buery TCP/IP Connection Data fp View TCFAP Connection Dats [p Guery Performance Data [p Wiew Performance Data

Stack Reference
TCP Mame | Type | Domain | Policy Name | Host Mame | Primary IP Address |
TCPIP4 TCPIP COZMY TVT2004 WT2004 tiviab.raleigh.ibm.caom 9.42.45. 133

Connection Reference
Local IP Address J Local Port J Remote [P Address ] Remote Port ]Target Appl J LU Name J
9.42.45.133 23 927132216 1681 TSOCO201  CO2TCPO2

200 | [ openncident || Viewdetrics |

wel | | gl 2| (| (2 | H---Select.ﬂ\ctinn--- j@,

Select A] Connection State "J Connection Start Tirme A] Target Appl A] LU Mare AJ Application Name AJ Collect

C 08,2405 17:02:16 TSOC0201 COZTCPOZ  TCPIP4 03s24.C
Total: 1 Filtered: 1 Selected: 0
Back Close Task

Figure 40. View Performance Data

This view displays the connections in Tivoli OMEGAMON XE for Mainframe
Networks that match the referenced stack and connection in a table.

Note: If the performance data is not displayed, ensure that the NetView for z/OS
program is configured correctly; for more information, see |1BM Tivolﬂ
[NetView for z/OS Installation: Configuring Additional Componentd.

From the View Performance Data view, you can select a connection and take one of
the following actions:

* You can open an incident report; for more information, see [Chapter 18, “Opening|

|Incident Reports,” on page 65.|

* You can view performance metrics.

If you select a connection and click View Metrics, the View Metrics view, which is
shown in [Figure 41 on page 48] is displayed in the work area. The metrics
displayed include byte transmit and receive rates, segment transmit and receive
rates, and many others.
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Manage TCP/IF Connections

Select Stack |p Query TCPAF Connection Data | Wiew TCPAP Connection Data |p Query Performance Data |p wiew Performance Data [p view Metrics =

Stack Reference
TCP Marne 1 Type ,’ Domain ﬂ Falicy Name } Host Name | Primary IP Address ﬂ
TCPIP4 TCPIP CO2MY  TwT2004 WT2004 tivlab. raleigh.ibm.com 9.42.45133

Connection Reference
Local IP Address | Local Port | Remote IP Address | Remote Port | Target Appl | LU Mame |
9.42.45133 23927132216 1681 TSOC0201 cO2TCPO2

OMEGAMON XE for Mainframe Networks Connection Reference
Connection State ﬂ Connection Start Time ﬂ Target Appl J LU Name } Application Name | Collection Time ﬂ ASID | Co
established 08/24/05 17:02:16 TS0OC0201  CO2TCPO2 TCPIP4 08/24/05 17:34:13 75

Key Performance Metrics -

Atftribute ﬂ Walue H {
Response Time Variance 0.24
Segments Retransmitted (%) 0

Retransmission Rate (per minute) 0
Transmit Byte Rate {(per minute) 0
Receive Byte Rate (per minute) 1]
Total Byte Rate (per minute) 0
Transmit Segment Rate (per minute) 0

Receive Segment Rate (per minute) 0O

Total Segment Rate (per minute) 0 -
Kl | >

Figure 41. View Metrics

Purging Connection Data

You can also purge connection data for a specific stack. From the Select Stack view
(Figure 36 on page 43), if you select a stack and click Purge Connection Data, the
Purge TCP/IP Connection Data view is displayed in the work area. On this view,
you can specify filtering criteria to control which connection records are purged.

Notes:

1. With APAR OA22729, the data for active connections is collected using a
different data source than is used for purging.

2. If TCP/IP connection information for the selected stack is not available for
purging, an error message is displayed. Connection data cannot be purged if
you have not enabled real-time collection of connection data through the socket
interface; for more information, see |[BM Tivoli NetView for z/OS Installation:|
[Confiquring Additional Components)

After you specify the filtering criteria for the purge, click OK. This action purges
connection data for the stack from storage (for live connections) or DASD (for
inactive connections). TCPCONN statements in CNMSTYLE or its included
members determine which connections have data kept in storage (while active) or
on DASD (while inactive). After the connection data is purged, a view is displayed
that lists the number of records purged.

Note: For more information about TCPCONN statements, see the |[BM Tivol
[NetView for z/OS Administration Reference
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Chapter 12. Managing IP Packet Trace Data

Click Manage IP Packet Trace Data in the portfolio to work with IP packet trace
data. Packet trace data is available for TCP/IP stacks currently being managed by
the NetView for z/OS program.

Note: For more information about enabling real-time TCP/IP connection
management, see [[BM Tivoli NetView for z/OS Installation: Configuring|
[Additional Components|

The Select Stack view shown in is displayed in the work area. The table
contains the TCP/IP stacks known to the NetView for z/OS program. From this
view, you can select a TCP/IP stack and query, format, or purge IP packet trace
data for that stack.

Manage IP Packet Trace Data
Select Stack
@ Query IP Packet Trace Data H Format IP Packet Trace Data H Furge IP Packet Trace Data
AR NN NN N ES | Select Action -—- j E]
Select ~ | TCP Name ~ | Type ~ | Domain ~ | Policy Name ~ | Host Name ~ | Primary IP Address
C TCRIP TCRIP  ADTRY w2002 w2002 tivlab. raleigh. ibrm com 942 45131
C TCRIPZ TCPIP  COTMY W T2003 w2003 tivlab. raleigh.ibrm.com 9.42.45.132
@ [TCPIP4 |TCPIP  |coznv | TwT2004 | TWT2004 tivlab. raleigh.ibm.com 9.42.45.133
C TCPRIP17 TCRIP  Di1E WT2017 WT2017 tivlab.raleigh.ibm.com 9.42. 45146
Total: 4 Filtered: 4 Selected: 1 Last Update: 081205 16:00
| Close Task

Figure 42. Select Stack for Manage IP Packet Trace Data

Querying and Formatting IP Packet Trace Data

The example in this section illustrates how to navigate through the task to query
and format IP packet trace data.

As shown in select a stack in the table and click Query IP Packet Trace
Data. The Query IP Packet Trace Data view shown in [Figure 43 on page 50| is
displayed in the work area.
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Manage IF Packet Trace Data

Select Stack } Guery |P Packet Trace Data

Stack Reference
| TCP Mame | Type | Domain | Palicy Name | Host Name | Primary IP Address | |
‘TCF'IF'd TCPIP COZNY  TwT2004 wT2004 tivlab.raleigh.ibm.com 9.42.45.133 ‘

#Local IP Address #+Local Port
+Remote |P Address +Remote Port
#Maximum Packets #Maximum Packet Length
[-10 55535
Interface Mame *Time Range
| (&)

| Restore Defaults | | Back | \ Close Task

‘ Select Local IF Address... | \ Select Local FPort.. ‘

Figure 43. Query IP Packet Trace Data

The default values are shown. To select a local IP address from a table containing
all active local IP addresses for the referenced stack, click Select Local IP Address.
To select a local port from a table containing all listening local ports bound to the
specified local IP address for the referenced stack, click Select Local Port.

After you specify the filtering criteria to identify the packets for which you want to
see information and click OK, the View IP Packet Trace Data view shown in

is displayed in the work area. This view displays the retrieved packets in
a table, with each row of the table representing a packet matching the filter criteria.

Mariage IF Packet Trace Data
TCP Mame ] Type J Darnain J Palicy Mame ] Haost Mare J Prirmary IP Address J .
TCPIP4 TCRIP COZNY - TwT2004 TWT2004 tiviab.raleigh.ibm.com 9.42.45.133
& | Format IP Packet Trace Data |
w2l gl e [T [§ B | |- Select Action — = @
Select ~ J Time Stamp "J Interface MName '\J Local IP Address AJ Laocal Port '\J Remate IP Address AJ Remao
C 08/12/05 16:06:23 TCPIPLINK 9.42.45.133 8005 9.42.9.183
C 08/12/05 16:06:23 TCPIPLINK 9.42.45133 8008 9.42.9.183
C 08/12/05 16:08:23 TCPIPLINIK 9.42.45133 8003 9.42.9.1583
C 08/12/05 16:06:24 TCPIPLINIK 9.42.45.133 8005 9.42.9.183
o 08/12/05 16:06:24| TCPIPLINK 9.42.45.133 8008 |9.42.9.183
O 08/12/05 16:06:29 TCPIPLINIK 9.42.45133 1918 9.429.129
C 08/12/05 16:06:29 LOOPBACK 127.0.0.1 1091 127.0.0.1
C 08/12/05 16:06:29 TCPIPLINIK 9.42.45.133 1918 9.42.9.129
C 08/12/M05 16:06:29 TCPIPLINIK 9.42.45133 1116 9.429.129
® 08/12/M5 16:06:30 TCPIPLINK 9.42.45133 1116 9.429.129
Matched Records: 27588 Total: 10 Filte
| CloseTask |

Figure 44. View IP Packet Trace Data
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Note: If packet trace data is not available for the selected stack, an error message
is displayed. Packet trace data might be unavailable for the following
reasons:

* IP packet tracing is not enabled in Communications Server. For more
informations, see |[BM Tivoli NetView for z/OS Installation: Configuring|
[Additional Components|

* Collection of packet trace data in the NetView for z/OS program is not
configured. See information about the PKTS command in the [BM Tivoli
[NetView for z/OS Command Reference Volume 1}

From the View IP Packet Trace view, you can select a packet trace record and take
one of the following actions:

* You can format the IP packet trace data.

* From the table action list, you can ping the local or remote IP address or trace
the route to the local or remote IP address.

For this example, select a packet trace record in the table and click Format IP
Packet Trace Data. The Format IP Packet Trace Data view shown in is
displayed in the work area. Use this view to specify how you want the packet
trace data to be formatted.

"

Select Stack p Query IF Packet Trace Data |p Miew IP Packet Trace Data b Format IF Facket Trace Data

Stack Reference
\TCF‘ MName ]Type J Damain ] Palicy Mame ] Hast Mame ] Primary IP Address J |
‘TCF‘IF‘ﬂl TCPIP COZNY  TVT2004 TWT2004 tivlab. raleigh.ibm.com 9.42.45.133 ‘

Interface Mame

*Report Type

SUMMARY 'l

Maximum Line Width of Generated Report
1250 |

Specify SESSI0N Operand

#Local IP Address #+Local Port

[3.42.45133 |aoos

*Remoate IP Address +Remote Port

[3.42.9.183 3011

#Maximum Packets #Maxirnum Packet Length
[-10 |e5535

#+Time Range
I(EID?39551EDE C9005,B0739551608

*Convert Time Stamps
|LOCAL vl

Maximum Records Released in Storage
[so0

Specify SEGMENT or NOSEGMNT Operand

[ Farmat TCP and UDP Sessions

“alue

I DETAIL "I

Specify DUMP Operand

*Recombine Segment Records
|SEGMENT vi

Specity FMT Operand

Figure 45. Format IP Packet Trace Data

After you specify the formatting options and click OK, the Formatted IP Packet
Trace Data Records view shown in [Figure 46 on page 52| is displayed in the work
area.

Chapter 12. Managing IP Packet Trace Data 51



Manage P Packet Trace Data

Select Stack [p Query IP Facket Trace Data | Wiew [P Facket Trace Data |p Format IF Facket Trace Data p Formatted P Facket Trace Data Records -

Stack Reference
TCF Name | Type | Domain | Palicy Mame | Host Name Primary [P Addregs
TCPIP4 TCRIP COZNY  TWT2004 TWT2004 tivlab.raleigh.ibm.com 9.42.45.133

Command Issued

NETVASIS FMTPACKT TCENAME=TCPIP4 LADDR=9.42.45.133 LPORT=8008 RADDR=9.42 9.183 RPORT=30
TIME=({BD?7395516D8C9005, BD7395516D8C9005) MAXRECS=-10 TRUNCATE=65535 COUNT=YES SUMMARY L
LINESIZE=250 CLEANUP=E00 SEGMENT REASSEM=({65535, STMMARY)

Command Response

BNH7731 HUMBER OF PACKETS: 1 . MISSED BUFFERS: 0 . TCPNAME: TCPIP4

z~05 TCE-IP Packet Trace Formatter, (C) IBM 2000-2005, 2005.047

*xx% 2005-08-12

I - Inbound packet

0 — Outbound packet

DF Hr hh:mm:s=s. mmmmmn IpId Seq num Aclk_num Wndw Flags Datln Source”

OT164559 16:06:24.485577 5190 1381939746 3404295683 32620 ACK PSH 0 9.42. 45
9.42.9.

Ho packets required reassembly

SYSTCPDA Trace Statistics

ctrace records processed

zegqnented trace records read

segnented trace records were lost

trace records read b
records could not be walidated

records passed filtering

packet trace records processed

data trace records processed

=
< | »

Figure 46. Formatted IP Packet Trace Data Records

(=l e e e e

This view contains a reference row indicating the selected stack, the FMTPACKT
command that was issued, and the command response from the FMTPACKT
command.

You can also format IP packet trace data for a specific stack rather than for a
specific packet trace record as shown in the previous example. If you select a stack
from the Select Stack view (Figure 42 on page 49) and click Format IP Packet Trace
Data, the Format IP Packet Trace Data view is displayed in the work area. After
you specify the formatting options and click OK, the Formatted IP Packet Trace
Data Records view is displayed in the work area. For examples of these views, see
IFigure 45 on page 51| and IFigure 46I

Purging IP Packet Trace Data

You can purge IP packet trace data for a specific stack. From the Select Stack view
(Figure 42 on page 49), if you select a stack and click Purge IP Packet trace Data,
the Purge IP Packet Trace Data view is displayed in the work area. In this view,
you can specify filtering criteria to control which IP packet trace records are
purged.

After you specify the filtering criteria for the purge, click OK. After the IP packet
trace records are purged, the Purged IP Packet Trace Data Records view is
displayed in the work area. This view lists the number of IP packet trace records
purged.
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Chapter 13. Loading and Unloading SNMP MIBs

Click Load/Unload SNMP MIBs in the portfolio to load MIBs or MIB groups into
the Web SNMP service or to unload MIBs or MIB groups that were previously
loaded. You cannot use MIB variables unless they are loaded.

Note: This task requires the SNMP server to be configured and running; for
information about starting the SNMP server, see [[BM Tivoli NetView fod
[z/0S Installation: Confiquring Additional Componentd and the
netview_installation_dir /doc/znetview_webapp_readme_en.htm file. For
information about defining your own MIBs, see the
znetview_webapp_readme_en.htm file.

If MIBs or MIB groups were previously loaded, the Unload MIBs view, shown in
|[-:igure 47[ is displayed. If no MIBs or MIB groups are loaded, the Load MIBs view,
shown in [Figure 48 on page 54| is displayed.

To unload MIBs or MIB groups, select the MIBs or MIB groups you want to unload
and click Unload a MIB.

Lozd/Unload SNMP MIEs Iil El Izl
Unload MIEs =
UnipadaMIE || Available MiBs |
o % [ £ 2] 7] B [# | |- SelectAction— x| [c0]
Select ~ | Loaded MIBs ~ |

|»

. fmibsrfc1213-MIB-Il. mib

. fmibsffc1903. mib

_fmibsffc 1907 . mib

. fmibsAfeZ233. mib

mibsAANAIType. mib

CfmibsAkxsnmp. arp

- fmibs/ATM-ACCOUNTING-INF ORMATION. mib

. fmibs/ATM-TC.mib e

. fmibs/ATM. mib

- Amibs/CISCO-CIPTCRIP. mib

mibs/CISCO-SMI mib

mibs/CISCO-TNIZF0SERYER. mib

. mibs/ANA-ADDRESS-FAMILY-NUMBERS. mib

- SmibsAANA-LANGUAGE. mib

- fmibsAANATNIZ70eTC. mib = —
Total: 30 Filtered: 30 Selected: 0

] o

[
Figure 47. Unload MIBs

To load MIBs or MIB groups, click Available MIBs. The Load a MIB view, shown
in [Figure 48 on page 54} is displayed. From this view, select the MIBs or MIB
groups you want to load and click Load a MIB. If you click Loaded MIBs, the
Unload MIBs view is displayed, where you can select MIBs or MIB groups to
unload.

© Copyright IBM Corp. 2005, 2007 53



Load/Unload SHMF MIES

Unload MIBs | Load a HIE .
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© B [ 2 (4 e (7 @ @ [SdectAcon— 5o
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CISCO-CIFTCPIP.mib

CISCO-SMIL.mib

CISCO-TN32Z70SERYER. mib

flkxsnmp.grp

|ANA-ADDRESS-FAMILY-NUMBERS. mib

[ANA-LANGUAGE. mib

IANAIType. mib

|ANATRIZ270eTC.mib
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IF-INWERTED-STACK. mib

INET-ADDRESS. mib

IP-FORWARD. mib ~| —
Tatal: 32 Filtered: 32 Selected: 0
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0} e |

Figure 48. Load a MIB
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Chapter 14. Launching the MIB Browser

Click Launch MIB Browser in the portfolio to view information for MIB objects
and MIB groups for the selected host or hosts.

Note: This task requires the SNMP server to be configured and running; for
information about starting the SNMP server, see [[BM Tivoli NetView fod
[z/OS Installation: Confiquring Additional Components and the
netview_installation_dir /doc/znetview_webapp_readme_en.htm file. For
information about defining your own MIBs, see the
znetview_webapp_readme_en.htm file.

When you first start the MIB Browser, after a Tivoli NetView for z/OS MIB
Browser window opens, a second window similar to the window shown in

opens.

Note: Help is available by clicking ? in the first window (Tivoli NetView for z/OS
MIB Browser).

NetYiew MIB Browser 1Ol x|
SHMP Version Read Community Name Write Community Name

HName or IP Address

)__‘, E‘Version1 v|| ‘VH |‘r|| Refresh |

@ [ ceitt (@) {
& [Jiso )

& (7 joint-iso-ceitt (2)
@ (] groups (9)

I CMHM1404| The folder expansion is complete.

| ava Applet Window

Figure 49. MIB Browser Window

In this window, specify a name or IP address, for example,
fred.tivlab.raleigh.ibm.com. Also, specify a read community name, such as public,
and, if required, a write community name.

Expand the navigation tree, which is on the left side, to find the MIB object that
you want to view, for example, system. Click the MIB object, system in this case, to
display it on the right side, as shown in [Figure 50 on page 56
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Net¥iew MIB Browser g 10 x|
SHMP Version Read Community Name Write Community Name

|-Hah.raleigh.ihm.com| LI |Versinn1 '| Ip“bli° ‘ﬂ | lﬂ| Refresh |

Hame or IP Address

§ (= intermet (1)
@ [ directary (1)
@ = momt (2)
@ = mib-2 (1)
e
& (] interfaces (2)
e (Jat(®
& (Jip @
@ (] icmp (5)
e (] tep (B)
& (7 udp (7}
@ (] egp (9)
© (3 crat (9)
& (] transrrission (107
@ (] snmp (1)
@ (] ianaifType (30)
& (7 imIB (31)
@ [J snanauMIB (34)

system

wak | con

| CINM1403] Dore. |

|ava Applet Window

Figure 50. MIB Browser Window for the system MIB Object

To walk the MIB tree for the system MIB object, click Walk. Information similar to
the information shown in is displayed.

Net¥iew MIB Browser : 10 x|
Name or IP Address SNMP Yersion Read Community Name Write Community Name
F*iah.raleigh.ihm.coml j |“‘rt’r5i':'"1 v| I public ‘ﬂ | |L|| Refresh |

9 = intemet (1) :
© [ directory (1) | system
¢ = mgmt_ ] : sysDescr.0  Hardware: x86 Family 15 Model 1 Stepping 2]
¢ &5 mib-2 1) sysObjectiD.0 1.3.6.1.4.1.311.1.1.3.1.2

&0 svstem iy sysUpTime.0 O days, 8 hours, 8 minutes, 42 seconds
Z g interfaces (2) sysContact. TestLead
g~ at (? sysName.0  FRED
o0 :Eri; - sysLocation.0 TestLab
& (] top (6) sysServices.0 76
@ (] udp (7)
@ (3 eon &)
© (] cmot (9)

& (] transmission (10)
@ (3 shrp (11)

& (] ianaifType (30)
@ (7 ifviB (31)

@ [J snanauMIB (34)

| CINM1403] Dore. |

|Java Applet YWincow:

Figure 51. MIB Browser Window after Walking the system MIB Object

Depending on the MIB object you are displaying, you can walk the parent, graph,
list information, or change the value. For more information, see the help for the
MIB Browser by clicking ? in the Tivoli NetView for z/OS MIB Browser window.
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Chapter 15. Launching the Real Time Poller

Click Launch Real Time Poller in the portfolio to poll and display a real-time
graph of MIB-based performance data related to a host. Data for several polling
objects, from several different hosts, can be combined on a single graph. You can
also specify the polling interval for the polling objects and the maximum number
of points that are to be displayed on the graph.

Note: This task requires the SNMP server to be configured and running; for
information about starting the SNMP server, see [[BM Tivoli NetView for{
[z/0S Installation: Confiquring Additional Componentd and the
netview_installation_dir/doc/znetview_webapp_readme_en.htm file. For
information about defining your own MIBs, see the
znetview_webapp_readme_en.htm file.

When you first start the Real Time Poller, after a Tivoli NetView for z/OS Real
Time Poller window opens, an Add New Host window opens.

Note: Help is available by clicking ? in the first window (Tivoli NetView for z/OS
Real Time Poller).

In the Add New Host window, specify the host that you want to poll. Specify a
host name, such as fred.tivlab.raleigh.ibm.com, a community name, and the polling
interval, and then click Add. A window similar to the window shown in
is displayed:

[real Time Poller =]}

| New Host || Max Points

D

5 RealTimePaller 108
= fred tiviab.raleigh ibm.com
7 (1 appletalk model Appletalk a0
# (] appn.model Appn
(] atm.model Atm 72
(0 atm.model AtmCC4
[ almSW.model AtmMonitorF older 54
7 (1 atrmSwW rodel ArmG2931Folder
[ atm3iti. model. AtmResources 36
# (] atmSyy model AtmSWiIfF older
(7 atmSW model AtmSYWhodulesFolder [ | 18
7 [ atmSwi.model Throughput
(] han.model.Ban 0
8 ] byp.model Bgp 13:50:00 13:50:15 13:50:30 13:50:45 13:51:00 13:561:15
1| bridge. model Bridge Time

7] brs.model Brs
[ cc.model MemonyUtil Polling Ohject Interval Status
# (] cc.model ProcessorLoad

# (] dispatcher.model Dispatcher

# (] disw.maodel.Dlsw

# [ escon.model Escon

# (] escon.model. Escancub

(] ethernetmadel Dot2

[ ethernetmodel Repeater

# (] ethernet model SnmpDot3Maumat
(1 fddi model Fddi

(] framerelay.model FrameRelay
L. . e

4] JID

Java Applet Window

T

Start ‘ Stop

‘ Remove H Interval | Clear Graph

Figure 52. Real Time Poller Window

Next, place the item or items that you want to poll in the Polling Objects area. If,
for example, you want to poll input and output IP packets for the
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fred.tivlab.raleigh.ibm.com system, go to mib2.model.IP and expand it by clicking
the plus sign (+). Then, click IP In/Out Pkts, IP Input Pkts, and IP Output Pkts to
place these items in the Polling Objects list.

Then, select the item for polling by clicking it in the Polling Objects list. To select
several objects to be polled at the same time, press Ctrl while you click each object.
For example, to poll the input and output packets, press Ctrl while you click IP
In/Out Pkts, IP Input Pkts, and IP Output Pkts to select these items in the Polling

Objects list, as shown in .

Real Time Poller =10l x|

| New Host || Mazx Points

BHLJ jdm3260 model TRNetworksFolder d
BT jdm8272 model DeviceF older
8 [ jdma275 madel Device 1087 [
EH jdme282 madel Device o
B[ lane.madel.BemFolder
(3 1ane model BusFolder 72
BT lane.madel ElanFolder

e lane.model. Lec2Folder 54
B0 lane.model LecFalder
B[] lane.madel.LecsFolder 36
&[] lane.moadel.LesFolder
B lie.model Lic

EHES mib2.model IP a
D IF Forwarded Pkis 16:56:40 16:56:55 16:57:10 16:57:26 16:57:40 16:57:55
B P Iniout Pkts Time:

B IP Input Pkts
B IP Output PKis
BT mib2.model Mibz2
(0 mpoa.model MpoaClientFolder fred fivi ] o Stopped
B (] mpoa.model.MpoaServerFolder
&0 mss.model EnvironmentFalder
& 3 nhrp.rodel Mhrp

&1 ospfmodel.Ospf
B
o
B
£
f

Polling Object Interval Status

[ ppp.model.Ppp
}D rmon.model. RmonEthernet
# (] rmon.model RmonTokenRinghL

# (] ron rmaodel RmonTokenRingP
A M re727 madal Be777

<1 IT*]

|Java Applet Window

K1

| Start ‘ ‘ Remove || Interval || Clear Graph

Figure 53. Real Time Poller with Polling Objects Selected for Polling

To start polling and graphing, click Start. The graph shows a line for each polling
object. If several objects are being polled, as in this example, the color of each line
corresponds to the color of the object in the Polling Objects list, as shown in
IFigure 54 on page 591
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Real Time Poller

| New Host H Max Points

Bt (1 jdm8228 model.ConfigurationF older
[ ] jdmB230.model.DeviceFolder
B+ jdma245.madel MonitorFolder
B3 jdma260.model AtmSyiFolder
B3 jdm8260.madel. EthNetsFolder
=3} jdmB260.model FDDIMetsFalder
B0 joma260.model. TRNetworksFolder
B jdm8272.madel DeviceFaolder
BT jdmB8275 madel Device

&[0 jdm8282.model.Device

&[] lane.model.BemFolder

B3 lane.model. BusFolder

[}I:I lane.model. ElanFolder

8] lane.model LecZFolder

B[] lane.model.LecFolder

B[] lane.madel LecsFolder

B+ lane.model.LesFolder

& lie.model Lic

EHES mibZ.modelIP

B IP Forwarded Pkts

B IP Infout Pkts

B IP Input Pkts

B 1P Output Pkts

[ mibZ.model.Mib2

7 [ mpoa.model.MpoaclientFolder
# (1 mpoa.model MpoaServerFolder
# (1 mss model EnviranmentFolder

A

-]

<

D

-1o]x|
80
60
40
20
13:16:00 13:16:20 1;1:15:4I] 13:17:00 131720 131740 13:18:00 :
Time
Falling Ohject | Interval Status
Wt20020P InfOut Pkis 10 Running...
10 Running...
W20020P Output Pkis 10 Running...
‘ Start H Stop H Remave H Interval H Clear Graph

Figure 54. Real Time Poller Graph

At any time after the polling begins, you can clear the graph and start a new one
by clicking Clear Graph.

Polling and graphing continues until you stop it. To stop polling and graphing for

a polling object, click the polling object, and then click Stop. To stop polling and
graphing for several polling objects at the same time, press Ctrl while you click

each object, and then click Stop.

Chapter 15. Launching the Real Time Poller
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Chapter 16. Issuing SNMP Commands

Click Issue SNMP Commands in the portfolio to issue an SNMP command. A list

of the SNMP commands that you can issue is displayed in the SNMP Commands
view, which is shown in

Note: If the commands are not displayed as active links in this view, ensure that
the SNMP server is configured and running; for more information about
starting the SNMP server, see [[BM Tivoli NetView for z/OS Installation:|
[Confiquring Additional Components and the netview_installation_dir/doc/
znetview_webapp_readme_en.htm file.

Issue SHMP Commands

Figure 55. SNMP Commands

When you click the command that you want to issue, a command view is
displayed with fields for specifying the command parameters. After you specify
the information for the command and click OK, the command is issued. Both the
command issued and the results of the command are displayed in the SNMP
Command Response view.

For example, if you click Get, the Get view is displayed, as shown in .

Issue SHMP Commands
SHMP Commands [p Get
#Host Name or IP Address #Community Name
*Timeout Yalue #Port Number
|30 |1E1
#Murnber of Retries #SMNMP Yersion
|3 |1 'I
+MIB “ariables

W\ Restore Defaults HElackH Cloge Task

Figure 56. Get

Suppose, for example, that you specify fred.tivlab.raleigh.ibm.com for the host
name, public for the community name, and sysContact.0 for the MIB variable.
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When you click OK, an SNMP Command Response view similar to the view

shown in is displayed. This view shows both the SNMP command that
was issued and the response for the command.

lzzue SHMP Commands

SHMP Commands | Get b SHMP Command Response

SHMP Command lssued

Getvariables=sysContact.0 -
hostname=fred.tivlab.raleigh.ibm.com por=1561
timeout=30 retries=3 communityName=""""="

version=1

SNMP Command Resulis
sysContact.:Test Lead -

Back Close Task

Figure 57. SNMP Command Response for the Get Command
Note: Non-English SNMP data cannot be displayed correctly in the Web

application because SNMP data is not translated and is not enabled for
multiple-byte characters.
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Chapter 17. Opening the 3270 Console

Click Open 3270 Console in the portfolio to access 3270 panels from the browser
without using a terminal emulator. When you select it, the 3270 Console view is
displayed.

Open 3270 Console

‘ Cursor|24 ‘ Refresh |0 ‘ Hide Keypad Set Colors

HetView VWSR2 - HM Tivoli HetView DI12HV BEVERLY 07714705 16:13:51
- D1ZNV D3I03SI BEVERLY reconnected.

=
« | »

Figure 58. 3270 Console

From the Command Facility, which is displayed in the 3270 Console view, you can
access other NetView host 3270 panels. The 3270 Console view provides the same
NetView functions that are available when you use a 3270 session. You can also set
colors for the 3270 Console view and set whether or not the keypad is hidden or
displayed.

Notes:

1. The Web application 3270 console supports a screen size of 24 rows by 80
columns in 8-color mode only.

2. This task is not affected by user preferences.

A user ID can have only one Web application 3270 console open at a time. If the
3270 console is open in the Web application and you use the same user ID to start
the Web application again and open the 3270 console in another Web application,
the original 3270 console becomes unavailable. To use the original 3270 console,
you must stop and restart the 3270 Console task in the first Web application.

The Web application 3270 console can also become unavailable if the same user ID
subsequently logs on to a NetView 3270 management console or a NetView 3270
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session with the takeover option set to yes. To use the Web application 3270
console, you must stop and restart the 3270 Console task in the Web application.

For more information about using a 3270 session, see |[BM Tivoli NetView for|
/OS User’s Guidel For details about the 3270 Console view and about using it, see
the Task Assistant.
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Chapter 18. Opening Incident Reports

If an incident management application is configured, the Open Incident button is
enabled in the following tasks:

Browse Events: See |Chapter 3, “Browsing Events,” on page 21)
Browse Sysplex Topology: See [Chapter 4, “Browsing Sysplex Topology,” on page|

View DVIPA Status: See |Chapter 9, “Viewing DVIPA Status,” on page 35.|

. Manaie TCP/IP Connections: See |[Chapter 11, “Managing TCP/IP Connections,”|

When you click Open Incident, the Open Incident view is displayed in the work
area. Use this view to access your incident management application to open an
incident report.

Notes:

1.

For information about the configuration requirements for the incident
management application, see [[BM Tivoli NetView for z/OS Installation]
[Confiquring Additional Components| You can configure IBM Tivoli Information
Management for z/OS or Peregrine Systems ServiceCenter as the incident
management application.

The Related Events table is shown only if you are opening an incident report
in the Browse Events task. The table is a snapshot of the events available in the
Event Viewer view. In this table, you can select events that are related to the
event you are reporting. Any related events that you select are included in the
incident description.

Depending on the incident management application configured, the Open
Incident view has different fields. For descriptions of the fields in the Open
Incident view, see the Task Assistant. For detailed information about the fields,
see the documentation for your incident management application.

Opening an Incident Report in IBM Tivoli Information Management for

z/0S

If you are opening an incident report for an event that you selected and IBM Tivoli
Information Management for z/OS is configured as the incident management
application for your enterprise, the Open Incident view is similar to the view
shown in [Figure 59 on page 66}
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Browse Everts

Evert Viewer | Open Incident =
+User ID Pagsward
#*Abstract +Reported By:
|beverly
#*Resource #Priority
[aLTvONIZ/COME [Select an option |
Incident Description
Resource: ALTNOMN1Z/COMC ;I
Type:
Creation Time: Thu Aug 04 00:22:15 EDT 2005 (GMT) -

Severity: Critical

PFriority: Medium

Event |D: CE11DAD4AD33136920F3E4ADSEDEEI3FED

Message: INITIALIZATION FAILURE:RING INTERFACE COUFLER

=
Related Events
Select *‘J Severity '\J Time Stamp "J Resource "J Type A] e
- @;Waming 05/04/05 00:22:15 B3085P0/5P NAR/TR DECNET/DEY RALVA/DEY A02_1/DEY 501
r SN 050405 00:22:15 ALTNONI2/COMC INT_

¥ | of

Figure 59. Open Incident for Information Management for z/OS for an Event

The User ID and Password fields indicate the user ID and password for accessing
the incident management application. In this case, the Reported By, Resource, and
Incident Description fields are already specified, and the Abstract and Priority
fields need to be specified. In the Related Events table, you can select other events
related to the event you are reporting.

After you specify the required fields, click Submit Incident to send the
information to the incident management application. When the incident report is
created, the Open Incident view is refreshed and a message indicates the identifier
of your incident report in your incident management application, as shown in
[Figure 60 on page 67 To work with the incident report after you create it, you
must use your incident management application.
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Event Wiewer | Open Incident

[l =21

CHM1238(
Incident 00000225 is successfully created.

Cloze hiassage

Incident Description

#Uszer D Password
hbrat i

#Abstract +Reported By:
|\nitia[izalinn problern |heverly
#*Resource *Priority
[AcTMONTZC 0N [1- High profile

Resource: ALTNONAZ/COMC

Type:

Creation Time: Thu Aug 04 00:22:15 EDT 2005
(GMTY

S ity: Critical

Pricrity: Medium

Ewent ID:

CE11DAN4AD3313BI20F3E4ADSEDEBIZFSD
Meszage: INITIALIZATION FAILURE:RING
INTERFACE COUPLER

Related Events
‘ Select AJ Severity AJ Time Starmp

~ | Type ~ [ Me

l

= Miinie i NOMANE NOAM.1E DRN0OOAN M ‘\Innr‘rn MIECRISTIMEL S MU A4 DS AN 4 DIEL on

Figure 60. Incident Creation Message for Tivoli Information Management for z/OS

Opening an Incident Report in Peregrine Systems ServiceCenter

If you are opening an incident report for an event that you selected and Peregrine
Systems ServiceCenter is configured as the incident management application for

our enterprise, the Open Incident view is similar to the view shown in
H

Chapter 18. Opening Incident Reports
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Evert Wiewer | Open Incidert

Browse Everts

Select an option @

#Agsignment

#Ahstract #Reported By:

ISeIect an aption j
*Category #Subcategory
ISeIecl an option ;I IS‘eIecl an w:.ptmnj
#Product Type #Problern Type

Select an option [ x

*Resource

|Select an option j

#Severit
1 - Critical 'I

|GEN_ALRTIDOM,AU1NW

#*5ite Categor
Select an option 'I

Incident Description

Resource: GEN_ALRT/DOM ADTNW/COMC —
Type:

Creation Time: Mon Aug 22 07:32:46 EDT 2008 [(GMT)

Severity: Critical

Priority: Medium

Ewent ID: CE11DA130287203C300DEEA4DEEI2BE3EL

Message: EQUIPMENT MALFUNCTION: COMMUNICATIONS

4] |

of
Figure 61. Open Incident for Peregrine Systems ServiceCenter for an Event

The Category, Subcategory, Product Type, and Problem Type fields are related, so
you must specify values for these required fields in this same order.

After you specify the required fields, click Submit Incident to send the
information for the incident report to the incident management application. When
the incident report is created, the Open Incident view is refreshed and a message
indicates the identifier of your incident report in your incident management
application, as shown in [Figure 62 on page 69| To work with the incident report
after you create it, you must use your incident management application.
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] e Events E Izl
-

Event Wiewer [p Open Incident

CHM1238]
Incident IM10090 is successfully created.

Close hessage

*+Abstract #+Reported By:
|Equiprr'|ent problerm IHELF‘DEEJP(‘ BOB j
*Category #+Subcategory

I netwark j I lan j

#Product Type #Prablerm Type

lan I Innne 'I
+Assignment +Resource

| LAMN SUPPORT j |GEN_ALRTFD Ok ADT R

*Severit #5ite Categor
1 - Critical e IE?LDG1 -

Incident Description

Resource: GEN_ALRT/DOM ADTNW/COME a
Type:

Creation Time: Mon Aug 22 07:32:45 EDT 2005

(GMT)

Severity: Critical

Priority: Mediom hd
a | »

Figure 62. Incident Creation Message for Peregrine Systems ServiceCenter
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Notices

This information was developed for products and services offered in the U.S.A.
IBM may not offer the products, services, or features discussed in this document in
other countries. Consult your local IBM representative for information on the
products and services currently available in your area. Any reference to an IBM
product, program, or service is not intended to state or imply that only that IBM
product, program, or service may be used. Any functionally equivalent product,
program, or service that does not infringe any IBM intellectual property right may
be used instead. However, it is the user’s responsibility to evaluate and verify the
operation of any non-IBM product, program, or service.

IBM may have patents or pending patent applications covering subject matter
described in this document. The furnishing of this document does not give you
any license to these patents. You can send license inquiries, in writing, to:

IBM Director of Licensing
IBM Corporation

North Castle Drive

Armonk, NY 10504-1785 U.S.A.

For license inquiries regarding double-byte (DBCS) information, contact the IBM
Intellectual Property Department in your country or send inquiries, in writing, to:

IBM World Trade Asia Corporation
Licensing

2-31 Roppongi 3-chome, Minato-ku
Tokyo 106, Japan

The following paragraph does not apply to the United Kingdom or any other
country where such provisions are inconsistent with local law:

INTERNATIONAL BUSINESS MACHINES CORPORATION PROVIDES THIS
PUBLICATION "AS IS” WITHOUT WARRANTY OF ANY KIND, EITHER
EXPRESS OR IMPLIED, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED
WARRANTIES OF NON-INFRINGEMENT, MERCHANTABILITY OR FITNESS
FOR A PARTICULAR PURPOSE.

Some states do not allow disclaimer of express or implied warranties in certain
transactions, therefore, this statement might not apply to you.

This information could include technical inaccuracies or typographical errors.
Changes are periodically made to the information herein; these changes will be
incorporated in new editions of the publication. IBM may make improvements
and/or changes in the product(s) and/or the program(s) described in this
publication at any time without notice.

Any references in this information to non-IBM Web sites are provided for
convenience only and do not in any manner serve as an endorsement of those Web
sites. The materials at those Web sites are not part of the materials for this IBM
product and use of those Web sites is at your own risk.
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IBM may use or distribute any of the information you supply in any way it
believes appropriate without incurring any obligation to you.

Licensees of this program who wish to have information about it for the purpose
of enabling: (i) the exchange of information between independently created
programs and other programs (including this one) and (ii) the mutual use of the
information which has been exchanged, should contact:

IBM Corporation

274A /101

11400 Burnet Road
Austin, TX 78758 U.S.A.

Such information may be available, subject to appropriate terms and conditions,
including in some cases payment of a fee.

The licensed program described in this document and all licensed material
available for it are provided by IBM under terms of the IBM Customer Agreement,
IBM International Program License Agreement or any equivalent agreement
between us.

Information concerning non-IBM products was obtained from the suppliers of
those products, their published announcements or other publicly available sources.
IBM has not tested those products and cannot confirm the accuracy of
performance, compatibility or any other claims related to non-IBM products.
Questions on the capabilities of non-IBM products should be addressed to the
suppliers of those products.

Programming Interfaces

This publication documents information that is NOT intended to be used as
Programming Interfaces of Tivoli NetView for z/OS.

Trademarks

IBM, the IBM logo, Advanced Peer-to-Peer Networking, AIX, BookManager,
Candle, MVS, NetView, OMEGAMON, 0OS/390, REXX, Tivoli, Tivoli Enterprise,
VSE/ESA, VTAM, WebSphere, z/OS, and z/VM are trademarks or registered
trademarks of International Business Machines Corporation in the United States,
other countries, or both.

Microsoft and Windows are trademarks of Microsoft Corporation in the United
States, other countries, or both.

UNIX is a registered trademark of The Open Group in the United States and other
countries.

Linux is a trademark of Linus Torvalds in the United States, other countries, or
both.

Other company, product, and service names may be trademarks or service marks
of others.
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? (Show or Hide Task Assistant) button 6
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3270 Console view 63

A

About information 2
accessibility  xii

Acrobat Search command (for library search) xi

actions, table, standard 8
APAR OA22729 43,48

Back button 7
banner 2
breadcrumb trail 6
Browse NetView Log view 27
buttons
? 06
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Close Task 6,7
Hide Task Assistant 12

i (Show or Hide Field Descriptions) 6

Message Index 12

Next Topic 11

OK 7

Open Incident 8

Previous Topic 11

Refresh 7

Restore Defaults 7

Search 12

Show or Hide Field Descriptions 6
Show or Hide Task Assistant 6
Show /Hide all tasks 3
Show/Hide Task List 4

Sign Off 3

Suspend/Resume 8

Table of Contents 11

task 3

Topic Index 11

X (Close Task) 6

X (Hide Task Assistant) 12

C

Close Task button 6,7
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CNMSTWBM 20
DVIPA management, starting 35, 39
DVIPAINTVL variable 36
DVIPAMAX variable 36
launching of procedures 33

RTNDEEBASE.AGENT statements 26

TCPCONN statements 48
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CNMSTYLE (continued)

Web application user preference override 20

webmenu statements 33
colors
3270 Console view 63
Web application 19
column headers, table 8
Command Console view 29
commands
lowercase letters, conversion of 29
NetView 29
SNMP 61
Common Base Event specification 21
Common Event Infrastructure (CEI) 21
configuration 1
conventions
typeface xiii

conversion of lowercase letters in commands

D

directory names, notation xiii
Display Log view 28

DVIPA Connections Host Filters view 40

DVIPA Connections view 41

DVIPA Distributor Targets view 40
DVIPA management, starting 35, 39
DVIPA Status Host Filters view 35
DVIPA Status view 36

DVIPA Sysplex Distributors view 39
DVIPAINTVL variable 36
DVIPAMAX variable 36

E

education

see Tivoli technical training  xii
environment variables, notation  xiii
error indicator for incorrect value 7
Event Details view 22
Event Viewer 21
events

browsing 21

Common Base Event specification 21

Common Event Infrastructure (CEI) 21

quick filtering 21

F

Field Description Assistant 11
fields, required 7

filtering
event, quick 21
table 9

footer, table 9
Format IP Packet Trace Data view 51

Formatted IP Packet Trace Data Records view 52



G

Get view 61

H

help, online
Field Description Assistant 11
MIB Browser 55
NetView commands and messages 31
Real Time Poller 57
Task Assistant 11
Hide Task Assistant button 12

i (Show or Hide Field Descriptions) button 6
incident reports

DVIPA 37
events 23
opening 65

performance data 47

TCP connections 45

TCP/IP stacks 26

z/0OS images 26
index for searching the library xi
indicator, error for incorrect value 7
installation 1

L

library search (Acrobat Search command) xi

limitations, non-English SNMP data 62

Load a MIB view 54

LookAt message retrieval tool x

lowercase letters in commands, conversion to uppercase 29

M

manuals

see publications vii, xi
Message Index button 12
message retrieval tool, LookAt x
MIB Browser 55

N

NETVASIS 29
NetView for z/OS Help view 31
Next Topic button 11
notation
environment variables xiii
path names  xiii
typeface xiii

(o)

OK button 7
online publications
accessing  xi
Open Incident button 8
Open Incident view for Peregrine Systems ServiceCenter 68
Open Incident view for Tivoli Information Management for
z/0OS 66
operator toolbar 7
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ordering publications xi

P

path names, notation  xiii
port, default 1
portfolio
about 3
reserved tasks 4
tasks not displayed 4
title bar 3
Previous Topic button 11
publications  vii
accessing online  xi
ordering xi

Q

Query IP Packet Trace Data view 50
Query Performance Data view 46
Query TCP/IP Connection Data view 44
quick filter toolbar

setting display of 17

using 21

R

Real Time Poller 57

Refresh button 7

refresh status 8

required field indicator 7

reserved tasks 4

resizing of work area 6

Restore Defaults button 7

rows, table 8

RTNDEEBASE.AGENT statements 26

S

Search button 12
search command, Acrobat (for library search) xi
Select Stack view for Manage IP Packet Trace Data 49
Select Stack view for Manage TCP/IP Connections 43
server, Web application 1
Show or Hide Field Descriptions button 6
Show or Hide Task Assistant button 6
Show/Hide all tasks button 3
Show /Hide Task List button 4
Sign Off button 3
SNMP Command Response view 62
SNMP Commands view 61
SNMP limitations, non-English data 62
sorting, table 10
statements
RTNDEEBASE.AGENT 26
TCPCONN 48
webmenu 33
Suspend/Resume button 8
Sysplex IP Stack Topology view 25

T

Table of Contents button 11
tables
column headers 8



tables (continued)

filtering 9

footer 9

operator toolbar 7

rows 8

sorting 10

standard actions 8

table action toolbar 8
targets, distributor 39
Task Assistant 11
task bar 3
task buttons 3
Task Manager view 3
tasks

displaying in portfolio 3, 4

initial 1

launched 4

open, viewing 3

opening 4

reserved 4

task bar 3
TCPCONN statements 48
title bars

portfolio 3

work area 6
Tivoli Enterprise Management Server SOAP server 45
Tivoli Software Information Center xi
Tivoli technical training xii
toolbars

operator 7

quick filter 21

table action 8
Topic Index button 11
trail, breadcrumb 6
training, Tivoli technical xii
typeface conventions  xiii

U

uniform resource identifier (URI) 33
Unload MIBs view 53
uppercase letters in commands, conversion from
lowercase 29

user preferences

overriding 20

restoring defaults 13

setting 13
User Preferences: Auto Refresh Preferences view 15
User Preferences: Command Console Preferences view 18
User Preferences: Date and Time Preferences view 16
User Preferences: Event Viewer Preferences view 17
User Preferences: General Preferences view 14
User Preferences: Override Preferences view 20
User Preferences: Theme Preferences view 19

\'}

variables
DVIPAINTVL 36
DVIPAMAX 36
variables, notation for xiii
View IP Packet Trace Data view 50
View Metrics view 48
View Performance Data view 47
View TCP/IP Connection Data view 45

views
3270 Console 63
breadcrumb trail 6
Browse NetView Log 27
Command Console 29
Display Log 28
DVIPA Connections 41
DVIPA Connections Host Filters 40
DVIPA Distributor Targets 40
DVIPA Status 36
DVIPA Status Host Filters 35
DVIPA Sysplex Distributors 39
Event Details 22
Event Viewer 21
Format IP Packet Trace Data 51
Formatted IP Packet Trace Data Records 52
Get 61
Load a MIB 54
NetView for z/OS Help 31
Open Incident, for Peregrine Systems ServiceCenter 68
Open Incident, for Tivoli Information Management for
z/0S 66
Query IP Packet Trace Data 50
Query Performance Data 46
Query TCP/IP Connection Data 44
Select Stack, for Manage IP Packet Trace Data 49
Select Stack, for Manage TCP/IP Connections 43
SNMP Command Response 62
SNMP Commands 61
Sysplex IP Stack Topology 25
Task Manager 3
Unload MIBs 53
User Preferences: Auto Refresh Preferences 15
User Preferences: Command Console Preferences 18
User Preferences: Date and Time Preferences 16
User Preferences: Event Viewer Preferences 17
User Preferences: General Preferences 14
User Preferences: Override Preferences 20
User Preferences: Theme Preferences 19
View IP Packet Trace Data 50
View Metrics 48
View Performance Data 47
View TCP/IP Connection Data 45

w

Web application

configuration 1

default port 1

initial task displayed 1

installation 1

navigation 2

server 1

starting 1

stopping 3
webmenu statement 33
webmenu.prefoverride statement 20
WebSphere Application Server 1
work area

about 6

breadcrumb trail 6

error indicator for incorrect value 7

required fields 7

resizing of 6

title bar 6

Index
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X

X (Close Task) button 6
X (Hide Task Assistant) button 12
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